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Compliance
Workplace Health and Safety Guides
Find UK-specific safety regulations in this series.

•	 Workplace Health and Safety Guide –  
Health and Safety Risk Assessments

•	 Asbestos Exposure Programme and  
Training Materials

•	 Workplace Health and Safety Guide –  
Reporting Accidents, Injuries and Incidents

Workplace Health and Safety (HSE)  
Training Programmes
Explore our customisable training packets. Each 
includes a meeting sign-in log, instructor’s notes, 
and an employee handout and quiz.

•	 First-aid Programme and Training Materials

•	 Portable Fire Extinguisher Programme  
and Training Materials

•	 Asbestos Exposure Programme and  
Training Materials

Employment Law Summaries
Keep up to date on UK employment statutes with 
this document series.

•	 Employment Law Summary: 
Criminal Record Checks 

•	 Employment Law Summary:  
Types of Employment Status

•	 Employment Law Summary:  
Statutory Maternity Leave and Pay

Workplace Health and Safety Guide

Health and Safety Risk Assessments 

Provided by: 

Brilliant Brokers 
www.zywave-demo-broker.co.uk

The content of this guide is of general interest only and not intended to apply to specific circumstances. It does not purport 
to be a comprehensive analysis of all matters relevant to its subject matter. It does not address all potential compliance 
issues with UK or any other regulations. The content should not, therefore, be regarded as constituting legal advice and not 
be relied upon as such. It should not be used, adopted or modified without competent legal advice or legal opinion. In 
relation to any particular problem which they may have, readers are advised to seek specific advice. Further, the law may 
have changed since first publication and the reader is cautioned accordingly. Design © 2013 Zywave, Inc. All rights 
reserved.

Contains public sector information published by the Health and Safety Executive and licensed under the Open Government 
Licence v1.0.

Workplace Health and Safety Guide

Reporting Accidents, Injuries and Incidents 

Provided by: 

Brilliant Brokers 
www.zywave-demo-broker.co.uk

The content of this guide is of general interest only and not intended to apply to specific circumstances. It does not purport 
to be a comprehensive analysis of all matters relevant to its subject matter. It does not address all potential compliance 
issues with UK or any other regulations. The content should not, therefore, be regarded as constituting legal advice and not 
be relied upon as such. It should not be used, adopted or modified without competent legal advice or legal opinion. In 
relation to any particular problem which they may have, readers are advised to seek specific advice. Further, the law may 
have changed since first publication and the reader is cautioned accordingly. Design © 2012 Zywave, Inc. All rights 
reserved.

Contains public sector information published by the Health and Safety Executive and licensed under the Open Government 
Licence v1.0.

The content of this programme is of general interest only and not intended to apply to specific circumstances. It does not purport 
to be a comprehensive analysis of all matters relevant to its subject matter. It does not address all potential compliance issues 
with UK, EU, or any other regulations. The content should not, therefore, be regarded as constituting legal advice and not be 
relied upon as such. It should not be used, adopted or modified without competent legal advice or legal opinion. In relation to 
any particular problem which they may have, readers are advised to seek specific advice. Further, the law may have changed 
since first publication and the reader is cautioned accordingly.

© 2010, 2012 Zywave, Inc.

Asbestos Exposure 
Programme and Training 
Materials

 
Prepared by Brilliant Brokers

Effective Date:
 Revision #:

Table of Contents

Asbestos Exposure Programme ..............................2

Presentation Hand-out..........................................7

Presentation Instructor Notes ................................8

Presentation Quiz.................................................9

Presentation Sign-In Log.....................................11

NOTE: The Asbestos Exposure PowerPoint Presentation 
accompanies this programme.

Prepared by: Date: Approved by:              Date:

The content of this programme is of general interest only and not intended to apply to specific circumstances. It does not purport 
to be a comprehensive analysis of all matters relevant to its subject matter. It does not address all potential compliance issues 
with UK, EU, or any other regulations. The content should not, therefore, be regarded as constituting legal advice and not be 
relied upon as such. It should not be used, adopted or modified without competent legal advice or legal opinion. In relation to 
any particular problem which they may have, readers are advised to seek specific advice. Further, the law may have changed 
since first publication and the reader is cautioned accordingly.

© 2008-2012 Zywave, Inc.

First Aid Programme and 
Training Materials

 
Prepared by Brilliant Brokers

Effective Date: 
Revision #:

Table of Contents
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First-Aid Procedures .............................................3

Employee Handouts .............................................9

Presentation Instructor Notes ..............................12
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NOTE: A First-Aid Programme PowerPoint Presentation 
accompanies this document.
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This summary is provided for general informational purposes only and does not apply to specific circumstances. It does not purport 
to be a comprehensive analysis of all matters relevant to its subject matter. The content should not, therefore, be regarded as 
constituting legal advice and not be relied upon as such. In relation to any particular problem which they may have, readers are 
advised to seek specific advice. Further, the law may have changed since first publication and the reader is cautioned accordingly. 
Rev 27/2/14.  

Contains public sector information published by GOV.UK and licensed under the Open Government Licence v1.0. 

Design © 2013, 2017, 2021 Zywave, Inc. All rights reserved. 
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CCrriimmiinnaall  RReeccoorrdd  CChheecckkss  
 

Provided By Holloway Insurance Services Ltd 
 

As an employer, you have a number of factors to consider when deciding whether  
you need to conduct a criminal record check for a position within your organisation.  
Factors include legal requirements, the type of position, company policies, the level  
of the check and more. 

Criminal record checks can reveal ‘spent’ and ‘unspent’ convictions. A conviction  
becomes spent after a rehabilitation period, the length of which will depend on the  
type of sentence received and the age of the person when convicted. A conviction is  
considered unspent if the rehabilitation period has not passed or if the sentence was  
for more than two and a half years. 

All employers in the United Kingdom are entitled to ask and know details about any unspent convictions an applicant 
may have through a basic disclosure request. This can be done through the Disclosure and Barring Service (DBS) if you 
live in England and Wales, or mygov.scot if you live in Scotland. However, to obtain details about any spent 
convictions, or for enhanced checks, employers need to follow country-specific legislation and requirements below. 

ENGLAND AND WALES 

DDiisscclloossuurree  aanndd  BBaarrrriinngg  SSeerrvviiccee  ((DDBBSS))  CChheecckkss  
Employers in England and Wales can request a DBS check, which discloses spent convictions for those applying for 
specific positions and professions. This includes positions and professions such as health care professionals, barristers 
and solicitors, certified accountants, certain government officials, court officers and taxi and private hire drivers, or 
positions or professions in which employees work with children and vulnerable adults. Organisations and employers 
are legally responsible for ensuring that they are entitled to submit a check for the position. If there are any questions 
about whether your organisation can conduct a check for a certain position, contact the DBS. 

There are four types of DBS checks in England and Wales: 

• BBaassiicc  CChheecckkss  

o This basic check can be used for any position or purpose. It checks for details of convictions and 
cautions from the Police National Computer (PNC) that are considered unspent under the terms of 
the Rehabilitation of Offenders Act (ROA) 1974. Employers can ask individuals to apply directly to 
the DBS. Alternatively, the employer can carry out the check through a responsible organisation. 

• SSttaannddaarrdd  CChheecckkss  

o The standard check can be used for positions and duties included in the Rehabilitation of Offenders 
Act (ROA) 1974 (Exceptions) Order 1975. It contains details of all spent and unspent 
convictions, cautions, reprimands and final warnings from the PNC which have not been 
filtered in line with legislation. 

• EEnnhhaanncceedd  CChheecckkss  

o This includes the same information as the standard check, plus any additional information held by 

The content of this programme is of general interest only and not intended to apply to specific circumstances. It does not purport 
to be a comprehensive analysis of all matters relevant to its subject matter. It does not address all potential compliance issues 
with UK, EU, or any other regulations. The content should not, therefore, be regarded as constituting legal advice and not be 
relied upon as such. It should not be used, adopted or modified without competent legal advice or legal opinion. In relation to 
any particular problem which they may have, readers are advised to seek specific advice. Further, the law may have changed 
since first publication and the reader is cautioned accordingly.

© 2010, 2012 Zywave, Inc.
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NOTE: The Asbestos Exposure PowerPoint Presentation 
accompanies this programme.
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This summary is provided for general informational purposes only and does not apply to specific circumstances. It does not purport 
to be a comprehensive analysis of all matters relevant to its subject matter. The content should not, therefore, be regarded as 
constituting legal advice and not be relied upon as such. In relation to any particular problem which they may have, readers are 
advised to seek specific advice. Further, the law may have changed since first publication and the reader is cautioned accordingly. 
Rev 27/2/14. 

Contains public sector information published by GOV.UK and licensed under the Open Government Licence v1.0.

Design © 2013, 2017 Zywave, Inc. All rights reserved.

This summary is provided for 
general informational purposes 
only and does not apply to 
specific circumstances. It does 
not purport to be a 
comprehensive analysis of all 
matters relevant to its subject 
matter. The content should not, 
therefore, be regarded as 
constituting legal advice and 
not be relied upon as such. In 
relation to any particular 
problem which they may have, 
readers are advised to seek 
specific advice. Further, the law 
may have changed since first 
publication and the reader is 
cautioned accordingly. Rev 
27/2/14. 

Contains public sector information 
published by GOV.UK and licensed 
under the Open Government Licence 
v1.0.

Design © 2013 Zywave, Inc. All 
rights reserved.

SSttaattuuttoorryy  MMaatteerrnniittyy  LLeeaavvee  
aanndd  PPaayy

Provided By Brilliant Brokers

All qualified employees in the United Kingdom have the right to Statutory Maternity 
Leave, and some employees are eligible for Statutory Maternity Pay (SMP). Below is 
an overview of statutory maternity leave and pay requirements. 

STATUTORY MATERNITY LEAVE
TThhee  LLaaww

EEnnggllaanndd,,  WWaalleess  aanndd  SSccoottllaanndd NNoorrtthheerrnn  IIrreellaanndd

The Employment Rights Act 1996 The Employment Rights (Northern Ireland) 
Order 1996

The Maternity and Parental Leave etc. 
Regulations 1999

The Maternity and Parental Leave etc. 
Regulations (Northern Ireland) 1999

OOvveerrvviieeww
Employees across the United Kingdom are entitled to a total of 5522  wweeeekkss of Statutory Maternity Leave—26 weeks of 
Ordinary Maternity Leave and 26 weeks of Additional Maternity Leave. Employers are free to offer additional 
maternity leave beyond statutory requirements.

TToottaall  SSttaattuuttoorryy  MMaatteerrnniittyy  
LLeeaavvee

OOrrddiinnaarryy  MMaatteerrnniittyy  LLeeaavvee AAddddiittiioonnaall  MMaatteerrnniittyy  LLeeaavvee

52 Weeks 26 Weeks 26 Weeks

While employees can take less than their entitled maternity leave, it is compulsory to take at least two weeks of 
maternity leave once the baby is born (four weeks for factory workers). The earliest an employee can take leave is 11 
weeks before the expected due date of the child.

EElliiggiibbiilliittyy
In order to take Statutory Maternity Leave, employees must:

• Have an employment contract; and

• Give the employer proper notice.

The content of this programme is of general interest only and not intended to apply to specific circumstances. It does not purport 
to be a comprehensive analysis of all matters relevant to its subject matter. It does not address all potential compliance issues 
with UK, EU, or any other regulations. The content should not, therefore, be regarded as constituting legal advice and not be 
relied upon as such. It should not be used, adopted or modified without competent legal advice or legal opinion. In relation to 
any particular problem which they may have, readers are advised to seek specific advice. Further, the law may have changed 
since first publication and the reader is cautioned accordingly.

© 2007-10, 2012 Zywave, Inc.

Portable Fire Extinguishers 
Programme and Training 
Materials

 
Prepared by Brilliant Brokers
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NOTE: A Portable Fire Extinguishers Programme PowerPoint 
Presentation accompanies this document.

Prepared by: Date: Approved by:              Date:

This summary is provided for general informational purposes only and does not apply to specific circumstances. It does not purport 
to be a comprehensive analysis of all matters relevant to its subject matter. The content should not, therefore, be regarded as 
constituting legal advice and not be relied upon as such. In relation to any particular problem which they may have, readers are 
advised to seek specific advice. Further, the law may have changed since first publication and the reader is cautioned accordingly. 
Rev 27/2/14. 

Contains public sector information published by GOV.UK and licensed under the Open Government Licence v1.0.

Design © 2013, 2017 Zywave, Inc. All rights reserved.

This summary is provided for 
general informational purposes 
only and does not apply to 
specific circumstances. It does 
not purport to be a 
comprehensive analysis of all 
matters relevant to its subject 
matter. The content should not, 
therefore, be regarded as 
constituting legal advice and 
not be relied upon as such. In 
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problem which they may have, 
readers are advised to seek 
specific advice. Further, the law 
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published by GOV.UK and licensed 
under the Open Government Licence 
v1.0.

Design © 2013 Zywave, Inc. All 
rights reserved.

TTyyppeess  ooff  EEmmppllooyymmeenntt  SSttaattuuss

Provided By Brilliant Brokers

When an employer hires someone, the new hire typically falls within one of the three main categories of 
employment. For each category, there are different legal rights and different tax and National 
Insurance contribution (NIC) requirements. 

THREE MAIN CATERORIES OF EMPLOYMENT 
An eemmppllooyyeeee is defined as someone who works for an employer under the terms of 
an employment contract, whether the contract is written, oral or implied. 

A wwoorrkkeerr is more broadly defined than employee and includes any individual person who works for the employer, 
under a variety of contracts, not just employment contracts. Employees are workers but employees have more rights 
and responsibilities. Persons that fall under the worker category include casual workers, agency workers and some 
freelance workers (depending on the terms of their contract). 

SSeellff--eemmppllooyyeedd persons typically are not covered by employment legislation because they are in business for 
themselves and are considered their ‘own boss’. Some characteristics of self-employed persons are that they:

- have great control over how and when to deliver services;

- provide services to multiple clients;

- bear the financial risk of the business they operate; and

- are generally much more independent than workers and employees. 

Although these distinctions may sometimes seem confusing, the majority of the time, a person’s employment status 
can be determined by looking at their contract:

EEmmppllooyyeeee Contract of Employment

WWoorrkkeerr Contract for the Personal Performance of Work

SSeellff--EEmmppllooyyeedd Contract for Services

However, if there is a dispute concerning a worker’s employment status or rights, an employment tribunal will make 
the final decision. Over the years, courts have devised several tests that examine the circumstances and aspects of 
each relationship in order to establish employment status. The following are five key tests that the court may 
consider:

1. CCoonnttrrooll—Whether the employer instructs the person on which tasks to perform and how.

2. IInntteeggrraattiioonn—Whether the person is part and parcel of the organisation. 

3



Regulatory Updates and Overviews
Keep up to date on UK legislative changes.

•	 Expanded Flood Prevention  
Requirements for New Homes

•	 Motor Vehicles (Compulsory Insurance)  
Act 2022

•	 Natasha’s Law

Transport and Fleet Safety Checklists and 
Reference Materials
Make sense of transport regulations, driving  
regulations and fleet safety using easy-to- 
understand checklists, forms and materials.

•	 Fleet Safety Policy

•	 Large Goods Vehicle Driving 
Licence Requirements

•	 Checklist: Commercial Driver  
Selection Guidelines

•	 Record of Training: Dangerous Goods

•	 Defensive Driving Training for 
Fleets Presentation

Contains public sector information published by GOV.UK and licensed under the Open Government Licence v3.0.  This publication is for 
informational purposes only. It is not intended to be exhaustive nor should any discussion or opinions be construed as compliance or legal advice. 
In relation to any particular problem which they may have, readers are advised to seek specific advice. Further, the law may have changed since 
first publication and the reader is cautioned accordingly. 
@ 2022 Zywave, Inc. All rights reserved.

Expanded Flood Prevention Requirements for New Homes
Provided by Brilliant Brokers

Climate change is expected to make 
destructive flooding worse. Intense rainfall 
combined with rising sea levels has helped to 
drive more severe flooding across the UK in 
recent years. In fact, sea levels have risen 
faster over the past 100 years than they have 
in the 3,000 years prior, according to the 
Intergovernmental Panel on Climate Change 
(IPCC). Moreover, the cost of such severe 
flood events is forecast to become much 
more expensive, according to JBA Risk 
Management. JBA estimates that the cost of 
a 200-year flood event could escalate to £5 
billion by 2050—42% higher than current 
values. 

In response to climate change predictions, 
the government has released an updated 
version of its flood risk and coastal change 
guidance, with the aim of better protecting 
new homes from flooding. Published on 25th 
August 2022, the updated planning guidance 
will help local councils ensure that 
developments in locations at risk of flooding 
meet strict criteria before they’re approved. 

About the Planning Guidance 
The flood risk and coastal change guidance 
was first published by the Department for 
Levelling Up, Housing and Communities on 
6th March 2014. Its implementation was 

designed to help planners consider flood risk 
when making planning decisions. However, 
despite the guidance, new homes are still 
being built in high-risk areas. In fact, 5,283 
dwellings were approved in local authority 
areas with high flood risk in 2021, according 
to a report by insurer LV=. Furthermore, 
according to the same report, just 12% of 
local authorities feel they have the skills and 
expertise to understand flood risk when 
deciding on planning applications. The 
updates in the guidance—outlined below—
may improve this statistic.

Updates Explained
The updated planning guidance, which went 
into effect 25th August 2022, expands on the 
original version, making it easier for planners 
to apply government policy and meet the 
challenges of climate change. The 
amendments include:

• Guidance pertaining to how councils 
should consider future flood risk.

• Expectations that councils must 
ensure new homes meet strict flood 
prevention recommendations 
before approving developments. For 
example, flood-resilient building 
materials—such as water-resistant 
insulation—are required for all new 

• JBA Risk Management estimates that the cost 
of a 200-year flood event could escalate to £5 
billion by 2050—42% higher than current 
values. 

• In response to climate change 
predictions, the government has 
updated its flood risk and coastal 
change planning guidance to better 
protect homes from flooding.

As the impacts of 
climate change 
affect the profile of 
rainfall and 
consequent 
flooding, the 
government has 
updated expanded 
flood prevention 
requirements for 
new homes. The 
revised planning 
guidance sets out 
strict criteria to 
protect people and 
property from 
flooding risks. 

Prepared by Brilliant Brokers
This SAMPLE policy is of general interest and is not intended to apply to specific circumstances. It does not purport to be a comprehensive analysis of all matters relevant to its subject 
matter. The content should not, therefore, be regarded as constituting legal advice and not be relied upon as such. In relation to any particular problem which they may have, readers 
are advised to seek specific advice. Further, the law may have changed since first publication and the reader is cautioned accordingly. © 2012-13 Zywave, Inc. All rights reserved.

POLICY

Fleet                         
Safety
 

PURPOSE 
 recognises that our employees are our most valuable asset and the most important contributors to our continued 
growth and success.  Our company is firmly committed to the safety of our employees.  will do everything possible to 
prevent workplace accidents and is committed to providing a safe working environment for all employees.

Motor vehicle accidents are the leading cause of work-related fatalities. The environment in which these accidents 
occur involves numerous complex factors, many uncontrollable.  The purpose of ’s Fleet Safety programme is to 
provide the means to reduce such factors to eliminate unnecessary injuries and fatal circumstances.  We value our 
employees not only as employees but also as human beings crucial to the success of their families, the local 
community and .

To further this goal, our Company has developed a Fleet Safety Policy effective [INSERT DATE]. The Programme will 
consist of eight components:  Recruitment, Job Requirements, Drug/Alcohol Testing, Training, General Procedures, 
Preventing Distracted Driving, Preventive Maintenance, Accident Investigation and Company Vehicles for Personal 
Use.  This policy applies to all candidates for employment as well as all current employees. 

RECRUITMENT
 focuses its initial efforts on driver selection through a variety of resources, beginning with the job application.  The 
application will require a prospective employee to:

• List past driving experience, employers and types of vehicles driven. 

• Notify  of any serious motor vehicle violations for at least the last [INSERT #] years.  

• List references. 

Driver selection will be made upon completion of a formal interview, reference verification and a negative drug screen.  
Authorisations will be obtained for the drug screen and to contact prior employers and personal references. 

Driving records may be requested upon completion of a satisfactory interview and periodically thereafter.  
Management reserves the right to use its discretion in determining an unsatisfactory driving record.  An excessive 
number of violations in the past three years will be grounds for an unsatisfactory driving record prohibiting hiring of a 
prospective employee or possible dismissal and/or disciplinary actions of an active employee.

JOB REQUIREMENTS
All positions requiring regular driving will have a written job description that explains main duties, functions and the 
necessary physical requirements required to perform all associated tasks.  

• All prospective employees will be required to undergo a medical evaluation

• Results of the medical evaluation will be compared to the necessary physical requirements 

• If a professional driver, candidates must pass the medical evaluation and hold a Driver’s Certificate of 
Professional Competence (Driver CPC) as required by regulatory agencies. 

As part of the recruitment process, prospective employees may be required to complete a road test.  Active 
employees will also participate in periodic road tests for training purposes.  Tests will be conducted by Human 
Resources and/or management and will cover a variety of driving criteria.  The road test will require prospective and 
active employees to safely and competently complete tasks associated several categories, which may include: 

• Pre-trip Inspection

• General Vehicle Operation

• Reversing and parking

• Turning

Location: [INSERT LOCATION]
Effective Date: [INSERT DATE]
Revision Number: [INSERT #]

Contains public sector information published by GOV.UK and licensed under the Open Government Licence v3.0.  This publication is for 
informational purposes only. It is not intended to be exhaustive nor should any discussion or opinions be construed as compliance or legal advice. 
In relation to any particular problem which they may have, readers are advised to seek specific advice. Further, the law may have changed since 
first publication and the reader is cautioned accordingly. 
@ 2022 Zywave, Inc. All rights reserved.

UK Food Information Amendment: Natasha’s Law
Provided by Brilliant Brokers

Food companies producing food that’s pre-
packed for direct sale (PPDS) are legally 
required to provide full ingredient lists with 
clear allergen labelling.

The UK Food Information Amendment—
applicable to England, Wales, Scotland and 
Northern Ireland—came into force on 1st 
October 2021. It is known as Natasha’s Law.

The law was introduced following the death 
of teenager Natasha Ednan-Laperouse who 
suffered a fatal allergic reaction after eating 
a Pret A Manger baguette. As the law didn’t 
require sandwiches prepared on-site to be 
labelled with allergen information, Natasha 
was unaware it contained sesame, to which 
she was severely allergic.

Food Allergy Prevalence 

Food allergies are becoming more 
commonplace. Approximately 2 million 
people in the UK live with a food allergy, and 
this doesn’t include those with milder food 
sensitivities. Furthermore, according to 
recent NHS figures, anaphylactic shock 
hospital admissions have risen by 35 per cent 
in the last seven years.  

The regulations have been introduced to 
better protect allergy sufferers. Therefore, 

it’s vital for affected businesses to have 
sound risk management systems and 
processes in place to ensure they’re adhering 
to the legislation.

PPDS Explained

PPDS is the term for is food that is prepared, 
pre-packed and offered or sold to consumers 
on the same premises. It includes food 
customers select themselves (eg from a 
display unit), products kept behind a counter 
and food sold at mobile or temporary 
outlets.

PPDS can include:

• Sandwiches and bakery products 
that are packed on-site before a 
consumer selects them

• Fast food packed before it’s 
ordered, such as food under a hot 
lamp

• Burgers and sausages pre-packaged 
by a butcher on the premises ready 
for sale to consumers

• Products pre-packaged on-site ready 
for sale, such as pizzas, rotisserie 
chicken, salads and pasta pots

• Natasha’s Law applies to food companies 
producing food that’s pre-packed for direct sale 
(PPDS). 

• Businesses producing PPDS food must 
label it with the food name and a full 
ingredient list emphasising any of the 
14 known allergens.

Approximately 2 
million people in 
the UK live with a 
food allergy … 
anaphylactic shock 
hospital admissions 
have risen by 35 
per cent in the last 
seven years, 
according to recent 
NHS figures.

Prepared by Brilliant Brokers
This SAMPLE policy is of general interest and is not intended to apply to specific circumstances. It does not purport to be a comprehensive analysis of all matters relevant to its subject 
matter. The content should not, therefore, be regarded as constituting legal advice and not be relied upon as such. In relation to any particular problem which they may have, readers 
are advised to seek specific advice. Further, the law may have changed since first publication and the reader is cautioned accordingly. © 2012, 2018 Zywave, Inc. All rights reserved.

FORM

Record of Training: 
Dangerous Goods
 

SCOPE
The Carriage of Dangerous Goods Regulations (CDG Regs) requires employees who handle dangerous goods to receive 
training on how to handle the responsibilities and security risks involved. The CDG Regs also require hauliers to keep 
records of each employee’s training, which should include the most recent training completion date, a description of the 
location of training or a copy of training materials, the name and address of the trainer, and certification that the employee 
has been trained and tested as required. Use this form to maintain the required information for the training. 

GENERAL AWARENESS AND FAMILIARISATION TRAINING

CCOOMMPPLLEETTIIOONN  
DDAATTEE DDEESSCCRRIIPPTTIIOONN  AANNDD  LLOOCCAATTIIOONN  OOFF  TTRRAAIINNIINNGG  MMAATTEERRIIAALLSS  UUSSEEDD

NNAAMMEE//AADDDDRREESSSS  OOFF  
TTRRAAIINNIINNGG  PPRROOVVIIDDEERR

FUNCTION-SPECIFIC TRAINING

CCOOMMPPLLEETTIIOONN  
DDAATTEE DDEESSCCRRIIPPTTIIOONN  AANNDD  LLOOCCAATTIIOONN  OOFF  TTRRAAIINNIINNGG  MMAATTEERRIIAALLSS  UUSSEEDD

NNAAMMEE//AADDDDRREESSSS  OOFF  
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Motor Vehicles (Compulsory Insurance) Act 2022
Provided by Brilliant Brokers

Motor insurers may be able to reject claims 
(subject to policy terms) resulting from the 
use of vehicles on private land when new 
legislation comes into effect. The Motor 
Vehicles (Compulsory Insurance) Act 2022 
had its final reading in the House of Lords on 
25th April 2022. It received Royal Assent and 
will come into force on 28th June 2022. 

The act is intended to remove the effects of a 
2014 European Court of Justice’s (ECJ) ruling 
termed “Vnuk law.”

The Vnuk Law Explained
Vnuk law arose from a 2014 ECJ decision in 
the matter of Damijan Vnuk v. Zavarovalnica 
Trigalev (C-162/13). The case concerned 
Damijan Vnuk, a Slovenian farmer who was 
knocked off his ladder by a reversing tractor 
on private land. The court considered the 
definition of “vehicles” and the meaning of 
Article 3 (1) of the First Directive on Motor 
Insurance (72/166/EEC), which requires 
member states “to ensure that civil liability in 
respect of the use of vehicles normally based 
on its territory is covered by insurance.” 

The ECJ deemed that compulsory insurance 
was required for vehicles, whether on public 
or private land. Consequently, this decision—
Vnuk’s law—set a precedent, opening the 
possibility for a wider range of vehicles 

needing road traffic cover, such as forklift 
trucks and ride-on lawnmowers. 

The ECJ’s ruling was in contrast to the scope 
of the UK’s Road Traffic Act 1998, which has 
a more limited definition of “motor vehicle” 
and is restricted to accidents on roads and 
other public places.

Post-Brexit
According to the Government Actuary’s 
Department, implementing the Vnuk ruling 
would have cost approximately £2 billion. 
Instead—and embracing post-Brexit 
freedoms—the government decided to bring 
in the Motor Vehicles (Compulsory 
Insurance) Act to nullify any retained 
European Union law. From the 28th June, the 
act will return the UK to its original, pre-Vnuk 
stance. Compulsory motor insurance will only 
be required for a more restricted class of 
vehicles on a road or public place. It won’t 
need to cover vehicle use on private land.

Next Steps
It’s important that organisations review the 
new legislation to ensure any implications 
are fully understood. If an employee 
operating a vehicle on private land has an 
accident, their compulsory insurance may 
not cover this. As such, employers should 
review their fleet policies to ensure they 

• Effective 28th June 2022, the Motor Vehicles 
(Compulsory Insurance) Act will nullify any 
retained European Union law relating to a ruling 
of a 2014 case.

• Compulsory motor insurance won’t 
need to cover vehicles used only on 
private land. 

The government is 
bringing in a Motor 
Vehicles 
(Compulsory 
Insurance) Act 
beginning on 28th 
June 2022 to nullify 
any retained 
European Union 
law relating to a 
ruling of a 2014 
case termed “Vnuk 
law.”

This checklist is of general interest and is not intended to apply to specific circumstances. It does not purport to be a 
comprehensive analysis of all matters relevant to its subject matter. The content should not, therefore, be regarded as 
constituting legal advice and not be relied upon as such. In relation to any particular problem which they may have, readers are 
advised to seek specific advice. Further, the law may have changed since first publication and the reader is cautioned 
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COMMERCIAL DRIVER 
SELECTION GUIDELINES

Company Name:      Location:      

Inspector Name:      Date:      

Since the quality of your drivers affect the entire fleet operation, the safety of others on the road and your 
company’s reputation, it’s imperative to establish a driver selection programme to hire the most qualified 
drivers. These guidelines are designed to help you to devise a hiring process that offers the best results.

BBEEFFOORREE  TTHHEE  HHIIRRIINNGG  PPRROOCCEESSSS  BBEEGGIINNSS YYEESS NNOO NN//AA

Establish realistic driver qualifications and criteria that 
each driver must possess. ☐ ☐ ☐

Outline a written job description including the essential 
job functions of the position, experience and level of 
skills needed.

☐ ☐ ☐

Outline the physical and mental attributes necessary to 
perform tasks safely, such as vision, hearing, substance 
abuse and health record.

☐ ☐ ☐

Describe requirements necessary for the position such as 
education level, past training, driving experience and skill 
level.

☐ ☐ ☐

Determine the abilities that the driver must possess, such 
as: avoiding accidents, following traffic rules, vehicle 
care, meeting schedules, getting along with co-workers 
and adapting to new situations.

☐ ☐ ☐

Determine which, if any, violations drivers have had in 
the past that will not be accepted by your company, such 
as driving under the influence of drugs and/or alcohol, hit 
and run, reckless driving, careless driving, failure to obey 
traffic laws and speeding.

☐ ☐ ☐

DDRRIIVVEERR  SSEELLEECCTTIIOONN  PPRROOCCEESSSS YYEESS NNOO NN//AA

Recruit well-qualified applicants by highlighting minimum 
requirements in adverts. Also look internally to upgrade 
present employees, take referrals and industry contacts.

☐ ☐ ☐

Once candidates have been recruited, have them 
complete a job application to obtain personal 
information, references and information about past 
experiences.

☐ ☐ ☐

Check the validity of the candidates’ driving entitlements 
to make sure they are valid, current and the correct type 
for the position. Photocopy this information for their 
personal file.

☐ ☐ ☐

Conduct face-to-face interviews with potential 
employees. Enquire about gaps in employment and fleet 
safety awards earned with respect to the amount of time 
the candidates have worked in their positions. Enquire 
about accidents and violations within the last three years.

☐ ☐ ☐

Presented by Brilliant Brokers
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Educational Materials
Cover Overviews
Plain-language explanations of cover and risk 
transfer options will help your team understand 
the cover you’re considering.

•	 Cover Overview: Business Interruption

•	 Cover Overview: Employment 
Practices Liability Insurance

•	 Cover Overview: Directors’ and 
Officers’ Liability Insurance

•	 Cover Overview: Product Liability Insurance - 
Protection for Your Business

•	 Cover Overview: Do You Need GAP Insurance? 

Presentations
We share strategies to advance safety and loss 
control efforts with educational presentations.

•	 Preventing Workplace Violence Presentation

•	 Ergonomics Presentation

•	 Cyber Liability New Exposures Presentation

Provided by Brilliant Brokers

The content of this Cover Overview is of general interest and is not intended to apply to specific circumstances. It does not purport to be a 
comprehensive analysis of all matters relevant to its subject matter. The content should not, therefore, be regarded as constituting legal advice and 
not be relied upon as such. In relation to any particular problem which they may have, readers are advised to seek specific advice. Further, the law 
may have changed since first publication and the reader is cautioned accordingly. © 2008, 2012-2013 Zywave, Inc. All rights reserved.

Business Interruption
Insurance
If a fire causes the  facility to be temporarily unusable, 
what would you do next? Would your business be able 
to pay utilities, wages or any other standing charges 
without income? It could take months before the 
damaged property is rebuilt and the stock, machinery 
and equipment are repaired or replaced. Ideally, you 
would move to a temporary location while your 
permanent place of business is being repaired. Yet, 
traditional property insurance does not cover this 
move or a loss of income when a business must 
temporarily close. This setback can be minimised by 
adding business interruption (BI) insurance to your 
property insurance policy.

What can be included in a BI Policy?
• Compensation for lost income if  has to vacate its 

premises as a result of disaster-related damage 
covered under a property insurance policy.

• Compensation for the gross profits that would 
have been earned based on previous financial 
records, had the major loss/peril not occurred.

• Operating expenses, such as utilities, that must be 
paid even though business temporarily ceased.

• The increased cost of working, including expenses 
of operating in a temporary location while repairs 
to the permanent location are completed.

Considerations for BI Insurance
• BI insurance cannot be purchased on its own—it 

must be added to an existing insurance policy, 
such as property or office insurance.

• Purchasers must also determine that the policy’s 
maximum indemnity period is sufficient to cover 
the amount of time it will take for the business to 
recover following a major loss. This includes 
considering the worst damage or disaster that the 
business could incur, estimating how long it will 
take to repair or replace buildings, machinery and 
stock, and determining the length of time it will 
take to recover customers and market share. 
Typical maximum indemnity periods range from 12 
months to 36 months, in 6 month increments.

• Price of cover depends on the risk of disaster to 
the premises. This may depend on the business 
location, nature of the business and how easily the 
business could function at an alternate location.

Insurance experts estimate that BI Insurance is one of 
the most, if not the most, valuable cover available. Yet, 
it is often overlooked by business owners. Since 
property insurance only covers the cost of physical loss 
or damage and contents of a business in the event of a 
disaster, BI cover is invaluable in covering the loss of 
income while the permanent business location is being 
repaired. Contact Brilliant Brokers at 012345678910 
today to learn about our business continuity resources 
and to make sure that your business can survive an 
interruption.

 

Provided by Holloway Insurance Services Ltd 

The content of this Cover Overview is of general interest and is not intended to apply to specific circumstances. It does not purport to be a 
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Do You Need GAP Insurance? 
Whether it’s brand new or just new to you, buying a 
vehicle is one of the most significant purchases that 
you will make during your life. It requires hours of 
research comparing different makes, models and 
features even before you start hunting for the best 
deal. Unfortunately, after all of that work, once the 
front tyres of your vehicle leave the forecourt, it begins 
to lose its value.  

After the first year, your vehicle will depreciate about 
40 per cent of its original value, according to the 
Automobile Association (AA). What’s more, after three 
years, its value will depreciate up to 60 per cent. 

This can be a disheartening truth, especially after all 
the time and effort you invested in finding your new 
vehicle, but fortunately, there is something that you 
can do to prevent this rapid devaluation. In the event 
that you are in an accident or your vehicle is stolen, 
guaranteed asset protection (GAP) insurance provides 
you with compensation equal to the original value of 
your vehicle when you bought it. 

Despite the potential benefits of the cover, a significant 
number of drivers have chosen to go without it. This 
decision leaves them exposed to costly risks. 
Fortunately, you can sidestep their mistake by 
educating yourself on GAP insurance. 

GAP Insurance 
Each year, an average of 384,000 cars are written off in 
the United Kingdom. If you are like those drivers, then 
you most likely believe that your motor policy should 
be sufficient for all your vehicle insurance needs. 
However, that would be an incorrect assessment. In 
fact, even if your motor policy is fully comprehensive, 
you can lose money if your brand-new vehicle is 
written off.  

Here is a concrete example of the benefits of GAP 
insurance. If you were to drive your vehicle 10,000 
miles each year for three years, it would lose up to 60 
per cent of its original value, according to the AA. This 
means that, if you originally bought your vehicle for 
£20,000, it’d only be worth £8,000 after three years.  

What’s more, if your vehicle is destroyed in an accident 
or stolen and never recovered, your motor insurance 
policy would only pay you the vehicle’s current market 
value of £8,000. That would leave you with a potential 
shortfall of £12,000. In addition, if you purchased your 
vehicle with finance, you may be required to continue 
making payments for a vehicle you no longer have. 

It is because of situations like these that GAP insurance 
is beneficial and necessary. GAP insurance helps ensure 
that you receive your shortfall amount. GAP insurance 
is most appropriate when you want to replace your 
vehicle with a brand-new one, or if you took out 
finance to buy your new car. 

Is GAP Insurance Right for Me? 
GAP insurance may not be suitable in these situations: 

• Your vehicle is less than 12 months old and you’re 
the first registered owner (your comprehensive 
motor policy may cover brand-new car 
replacement during the first 12 months). 

• You’re already covered for the difference between 
the book price and how much you paid for the 
vehicle by your finance agreement. 

• You can afford to cover the difference between 
the current value of the vehicle and its original 
value, or what is left to pay on finance. 

In addition, GAP insurance may only come into effect if 
the following three criteria are met: 
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Directors’ and Officers’ 
Liability Insurance
In today’s business climate of corporate transparency 
and accountability, an organisation’s officers and 
directors face a myriad of employment-related 
exposures. Claims can come from many sources, 
employees, regulators, shareholders, creditors, 
customers, etc. Ever-changing regulations, increased 
employee awareness of employment rights as well as 
the rise of shareholder activism means directors are 
more frequently at risk, translating to rising claims and 
escalating settlement costs. 

In the wake of recent unprecedented corporate 
scandals, clearly the trend of corporate accountability 
applies to large corporations. But, smaller privately 
held companies, including not-for-profits, are not 
exempt from litigation arising out of the management 
decisions of their boards. They, too, are at risk. 

Regardless of your company’s size, the legal cost to 
defend a director is substantial, as are the potential 
penalties that can be personally incurred. Due to 
liability risks, protecting boardroom talent can be a 
challenge. To help ensure both your officers’ as well as 
company’s well-being, a directors’ and officers’ liability 
insurance (D&O) policy is part of a comprehensive risk 
financing strategy. 

D&O Fills the Cover Gap 
Unlike liability policies that provide cover for claims 
arising from property damage and bodily injury, a D&O 
policy specifically provides cover for a ‘wrongful act’, 
such as an actual or alleged error, omission, misleading 
statement, neglect or breach of duty. 

For example, a manufacturer told one of its suppliers 
to increase inventory because they were expecting a 
large increase in production. As predicted, demand for 
the manufacturer’s product grew but the manufacturer 
increased its inventory with another supplier instead. 
The original supplier successfully sued the 
manufacturer, alleging they suffered damages as a 
result of having relied on the manufacturer’s promise. 

A D&O policy provides defence costs and indemnity 
cover to the entity listed on the policy declarations, 
which may include: 

• Cover for individual directors and officers 

• Reimbursement to the organisation for a 
contractual obligation to indemnify directors and 
officers that serve on the board 

• Protection for the organisation or entity itself 

Indemnification provisions are typically included in the 
charter/bylaws of a company. While an important risk 
component, small to medium-sized enterprises or not-
for-profit organisations often do not have the financial 
resources to fund the indemnity provisions, making the 
bylaws hollow. A D&O policy can provide an extra 
blanket of security in the event of a covered loss. 

A ‘fraud’ exclusion is typically included in a D&O policy, 
which eliminates cover for losses due to dishonest or 
fraudulent acts or omission or wilful violations of any 
statute, rule or law. D&O cover can be tailored to your 
needs but be aware that D&O insurers are not 
consistent with their policy forms. This fact, plus the 
complexity of D&O claims, requires the insurer to have 

Presented by Brilliant Brokers

Preventing 
Workplace 
Violence

© 2008, 2012 Zywave, Inc. All rights reserved

Ergonomics 101
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Cyber Liability: New Exposures 
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Risk Insights
Understand the need for risk management and 
insurance cover with industry-specific and general 
articles that highlight exposures.

•	 Risk Insights: How Artificial Intelligence  
Impacts Workplace Safety

•	 Risk Insights: The Staggering Cost  
of Workplace Bullying

•	 Risk Insights: Dealing With Insolvency 

Continuity Planning
Is your business prepared in the event of a disas-
ter? These guides will help you from initial planning 
to implementation of a business continuity plan.

•	 Business Continuity Policy

•	 Business Continuity Planning Toolkit

•	 Business Continuity Planning – Sample Plan

Loss Control
Implement best practices for accident and injury 
prevention with this dedicated suite of resources.

•	 10 Ways to Control Your  
Employer’s Liability Costs

•	 Risk Insights: Acts of Workplace Violence

•	 Not-for-Profit Safety Matters: Safe Steps  
for Accident Prevention

Provided by Brilliant Brokers
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Corporate insolvencies have risen in 
today’s challenging economic climate. In 
fact, 5,629 company insolvencies took 
place between April and June 2022, 
representing an 81% increase from the 
same period in 2021.

Dealing With Insolvency
Insolvency describes a position when a company can 
no longer pay its debts; it can’t pay its bills when they 
become due or it has more liabilities than assets on its 
balance sheet. A company that is insolvent is at risk of 
shutting down altogether. Unfortunately, corporate 
insolvencies rose sharply across England and Wales in 
the second quarter of 2022. In fact, 5,629 company 
insolvencies took place between April and June, 
representing a 13% increase from the previous quarter 
and an 81% rise over same period in 2021, according to 
government research. Furthermore, voluntary 
liquidations have reached their highest levels since the 
1960s. 

One contributing factor to this insolvency trend is 
today’s tricky economic climate. During the COVID-19 
pandemic, businesses faced unprecedented challenges 
and long periods of being unable to trade. However, 
many businesses weathered this difficult time due to 
the wide range of government support packages 
available. Now, such support is tapering off, but 
businesses continue to encounter challenges; record-
high inflation, rising energy costs and supply chain 
issues remain ongoing threats. As such, the number of 
corporate insolvencies could continue to rise. 

This article discusses ways to prevent insolvency and 
outlines what to do if your business is facing such a 
situation. 

Tips for Preventing Insolvency 
If your business is experiencing a significant downturn, 
it’s important not to lose hope. Even profitable 
businesses run into cash flow problems from time to 
time. By taking swift and immediate action, it may be 
possible to avoid insolvency altogether. Consider these 
tips to get your business back on track:

• Analyse and improve cash flow. While stocks and 
assets are nice to have on the books, their value 
could be depreciating. As such, consider selling off 
any unnecessary or underused stocks and assets to 
inject some liquidity into your business. If 
necessary, consider invoice financing or asset-
based lending; some companies will pay you a 
percentage of your outstanding invoices to 
improve interim cash flow.

• Unclog incoming payments. Review your payment 
terms with clients. Make sure clients are invoiced 
regularly, accurately and on time to ensure a free 
flow of cash into the business. Additionally, if 
you’re owed any payments or debts from 
customers or suppliers, take swift action to 
recover them. 

• Reduce your overheads. Reduce expenditure by 
assessing cost-cutting strategies. Specifically, 
consider relocating to a more affordable premises, 
reviewing staffing requirements and temporarily 
cutting back on any “soft” business expenditures 
(eg advertising).

• Negotiate with creditors. If possible, talk to 
suppliers and other creditors to negotiate 

Prepared by Brilliant Brokers
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POLICY

Business Continuity 
Policy
 

Purpose
 recognises that our employees are our most valuable asset as well as the most important contributors to our continued 
growth and success. Therefore,  is firmly committed to the safety of our employees. We will do everything possible to 
prevent workplace accidents and emergency situations and we are committed to providing a safe working environment for 
all employees. 

The purpose of the  Business Continuity Policy is to maintain business functions in the event of an emergency. The policy 
applies to , its subsidiaries, all locations and all employees. This policy is effective .

In the event of an emergency, the  Emergency Management Group (EMG) will be responsible for declaring the 
emergency, evacuation or shutting down facilities as necessary and for contacting employees. The EMG will be led by the  
Incident Commander and will operate out of the  designated Emergency Operations Centre.

Emergency Management Group

The  EMG is responsible for controlling all technical aspects of emergency response. The group will be led by the  Incident 
Commander. Members of this group (and only these designated members) have the authority to:

- Order facility shutdown

- Initiate evacuation of employees and customers

- Declare an incident is over

- Communicate with the media

- Initiate the  emergency response call list 

- Identify critical business functions impacted by the emergency

- Initiate the process for recovering each function in the order laid out in the  Business Continuity Plan

The following employees comprise the  EMG:

- <Member Name and Role>

- <Member Name and Role>

- <Member Name and Role>

- <Member Name and Role>

- <Member Name and Role>

In the event that these individuals are not available, the following employees may serve as alternative members of the 
EMG:

- <Secondary Member Name and Role>

Location: [INSERT LOCATION]
Effective Date: [INSERT DATE]
Revision Number: [INSERT #]

Insurers will likely analyse your claims history when underwriting 
your employers’ liability premium. If you can help control your 
claims, you can lower your price—so we’ve gathered top tips to 
help you impact your bottom line.

1. Investigate accidents immediately and thoroughly; take corrective 
action to eliminate hazards, and be aware of fraud.

2. Report all claims to your insurer immediately. Alert the insurer to 
any serious, potentially serious or suspect claims. Frequently 
monitor the status of the claim, and communicate with the 
adjuster to resolve them as quickly as possible.

3. Take an aggressive approach to providing light duty to all injured 
employees upon their release from treatment. Supervise light duty 
employees to ensure their conformance with restrictions.

4. In serious cases that involve lost time, communicate with the loss 
adjuster to demonstrate your interest in returning the injured 
employee back to gainful employment.

5. Set safety performance goals for those with supervisory 
responsibility. Success in achieving safety goals should be used as 
one measure during performance appraisals.

6. Develop a written safety programme, and train employees in their 
responsibilities for safety. Incorporate a disciplinary policy into the 
programme that holds employees accountable for breaking rules or 
rewards them for correctly following safety procedures.  

7. Frequently communicate with employees, both formally and 
informally, regarding the importance of safety.

8. Make safety a priority—senior management must be visible in the 
safety effort and must support improvement.

9. Evaluate accident history and near-misses at least monthly. Look 
for trends in experience, and take corrective action on the worst 
problems first.

10.  Hire Brilliant Brokers to ensure success.

Top 10 Ways to Control Your 
Employers’ Liability Costs 

For more 
information, 
contact:

BRILLIANT BROKERS

WWW.ZYWAVE-DEMO-
BROKER.CO.UK

012345678910

PLEASE NOTE THAT THIS DOCUMENT IS INFORMATIONAL ONLY. FOR DETAILED ANALYSIS OF YOUR SPECIFIC PREMIUM, PLEASE CONTACT YOUR BROKER TODAY.

©2007-2012 ZYWAVE, INC. ALL RIGHTS RESERVED.
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The Staggering Cost of Workplace Bullying
Bullying is a growing issue in the workplace. Bullying 
can take many forms and cause physical and emotional 
damage to employees. It can also have significant 
financial repercussions for organisations. Some 
examples of workplace bullying include mistreatment 
by other employees, targeted jokes or mocking, 
unrealistic expectations by employers, employees 
talking negatively of colleagues and cyber-bullying. 
Unfortunately, nearly 23% of UK workers have been 
bullied at work, according to research by finance 
company SME Loans. 

This article outlines the costs of workplace bullying and 
discusses how organisations can mitigate some of the 
risks.  

Impact of Workplace Bullying on 
Organisations 
The financial damage resulting from workplace bullying 
can be insurmountable. Repercussions may include 
employee counselling, legal costs and penalties 
associated with employment tribunal claims. There are 
several other ways workplace bullying can affect an 
organisation: 

• Decreased productivity—Bullying directly 
affects a victim’s confidence and is likely to 
decrease their productivity at work. Victims 
may also experience high anxiety, which can 
be distracting and debilitating. Reduced 
productivity is bad for business operations 
and can cause organisations to discipline 
poorly performing employees, take away 
responsibilities or even terminate them. 
Should employers not realise that employees 
are being bullied, they don’t have the chance 
to offer counselling or other assistance, and 

talented workers may continue to 
underperform or leave the organisation 
altogether. 

• Increased absenteeism—A bullied employee 
may go to great lengths to avoid high-stress 
situations at work. Calling in sick or using large 
amounts of paid time off at once are common 
tactics to avoid bullies. Moreover, other 
employees may have to work harder to fill in 
for absent employees, possibly resulting in 
overtime, complaints or even more bullying 
behaviour.  

• High employee turnover—Each time an 
employee leaves the workplace, employers 
may have to recruit, hire and train their 
replacement. According to the Chartered 
Institute of Personnel and Development, the 
average cost of filling a vacancy is £6,125, 
rising to £19,000 for a management role. 
Additionally, workplace bullying may cause a 
decline in morale for employees who are not 
victims of bullying. These employees may be 
less likely to interact with others for fear of 
being bullied, and this could create a hostile 
or uncomfortable work environment. Overall, 
affected workplaces may experience 
increased turnover rates as employees suffer 
the effects of unhappy work environments. 

• Reputational damage—Even if an employee 
doesn’t report workplace bullying to their 
employer, they may be telling family and 
friends about the behaviours occurring in their 
workplace. This information may spread and 
affect an organisation’s public image, which 
could negatively impact sales of products and 
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SSaaffee  SStteeppss  ffoorr  AAcccciiddeenntt  PPrreevveennttiioonn
You probably don’t consider your job to be a 
hazardous one, but accidents can happen 
when you least expect them. Many on-site 
accidents can be avoided by focusing on safe 
practices and taking necessary precautions.

Most accidents are caused by an unsafe act, 
an unsafe working condition or a combination 
of the two. For example, a worker can sustain 
a back injury while lifting a heavy box—an 
accident caused by the unsafe act of lifting an 
object that was too heavy. Or, a spill on the 
floor could cause someone to fall, and that 
would be the result of an unsafe condition. 
But, that unsafe condition was caused by the 
unsafe act of not cleaning the spill. In either 
instance, the accident could have been 
prevented by following proper safety 
precautions.

HHaazzaarrddss  YYoouu  MMaayy  EEnnccoouunntteerr
Because safety is probably not a concern in 
your daily activities, it is important to consider 
potential sources of accidents so that you can 
avoid them whenever possible. While it is 
impossible to list all the hazards you may 
encounter, common ones include:

• Injuries caused by debris on the floor 

• Damaged equipment or facilities 

• Damaged electrical cables or wiring 

• Injuries caused by improper lifting 
techniques or improper use of equipment 

• Horseplay

PPrraaccttiissee  PPrreevveennttiioonn
The first step to keeping yourself and co-
workers safe is to stay alert on-site and don’t 
let routine or familiarity lure you into 
carelessness. Always observe safety 

precautions before and during a task, even if 
the task seems like a simple one. This includes 
cleaning up after a task—items left where 
someone could trip on them or that are 
improperly stored can cause an accident.

Next, know your job and your workplace. Be 
aware of any safety precautions for tasks you 
perform, and be on the lookout for safety 
hazards throughout the day. If you are in 
contact with clients or members of the 
community, be sure to watch for any unsafe 
conditions that their behaviour or presence 
could cause.

And finally, make a personal contribution. A 
good way to start this is to follow all safety 
rules, even if you think they are unnecessary 
or slow you down. Certain rules in the 
workplace are made for your protection, so 
follow them. In an environment that many 
don’t consider dangerous, the most important 
action is to be alert for any unsafe conditions 
and to fix or report them immediately.

Develop a safe attitude! This is probably one 
of the most difficult things to face because 
most of us have the mistaken notion that it’s 
always someone else who gets hurt, never us. 
If we all do our share in observing safety rules 
and staying alert for unsafe conditions, 
everyone will benefit by having fewer 
workplace accidents.
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How Artificial Intelligence Impacts 
Workplace Safety
Preventing workplace injuries and fatalities is crucial 
for organisations of all sizes and across sectors. 
Without safety initiatives in place, organisations could 
experience increased incident rates, higher employers’ 
liability costs, reduced productivity levels and 
diminished staff morale. Fortunately, various 
technological solutions can help organisations mitigate 
potential hazards and protect their employees from 
harm. In particular, artificial intelligence (AI) has 
emerged as a valuable safety tool. This article provides 
more details on AI technology, outlines how it affects 
workplace safety, and highlights the ways it can help 
specific industries identify and minimise occupational 
hazards.  

Overview of AI Technology 
AI technology consists of machines, computer systems 
and other devices capable of simulating human 
intelligence processes. In other words, this technology 
can perform a variety of cognitive functions typically 
associated with the human mind, such as 
observing, learning, reasoning, interacting with its 
surroundings, problem-solving and engaging in creative 
activities. Workplace applications of AI technology are 
widespread, but some of the most common include the 
following: 

• Computer vision technology—This technology can 
be paired with surveillance systems, drones, 
wearable sensors and smart devices to help 
monitor images and video footage captured at a 
worksite. When combined with additional 
occupational data (eg time, location and 
operational guidelines), such technology can also 
detect potential worksite issues, deliver alerts 

regarding these issues and provide suggestions to 
avoid them.  

• Natural language processing systems—Sometimes 
called chatbots, these systems can analyse both 
written sources and spoken details to extract key 
information at a rapid pace, producing in-depth 
reports and summarising worksite data in seconds.  

• Predictive and prescriptive analytics engines—
Such technology relies on existing research and 
worksite documentation to help predict future 
scenarios and offer recommendations for 
successful outcomes. 

How AI Technology Affects Workplace Safety 
Organisations could leverage AI technology in several 
different ways to help boost their workplace safety 
efforts. Specifically, such technology can be utilised to 
accomplish the following initiatives:  

• Hazard recognition—AI technology can help 
improve overall worksite visibility and call 
attention to hazardous situations (eg fallen 
objects, clutter and debris) before they cause 
injuries. Further, this technology can identify 
workplace trends or patterns that have the 
potential to cause incidents going forward and 
outline steps to correct these concerns. Certain AI 
technology can even help catch unsafe behaviours 
or possible medical conditions displayed by 
employees in real time and provide immediate 
guidance. For example, such technology may 
detect that an employee is showing signs of 
fatigue while operating heavy machinery and 
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Acts of Workplace Violence
Studies have shown that millions of UK workers may 
have experienced workplace violence, with millions 
more subjected to workplace bullying. Failing to 
prevent and cope with violent incidents in the 
workplace can lead to increased costs, absenteeism, 
property damage and negative publicity. Recognising 
the risk of workplace violence and taking action with a 
sound prevention plan is essential. 

Types of Workplace Violence
Workplace violence can be defined as violent acts 
directed towards a person at work or on duty. These 
acts are classified into four types of situations:

1. Criminal—the perpetrator has no relationship to 
the business or its employees and generally 
commits a crime in conjunction with the violence.

2. Customer or Client—the perpetrator has a 
relationship with the business and becomes 
violent while being served by the business.

3. Co-worker—the perpetrator is a current or past 
employee, or is a contractor who works as a 
temporary employee of the business.

4. Domestic Violence—the perpetrator has no 
relationship with the business but has a personal 
relationship with a victim, and threatens or 
assaults them at the workplace.

Risk Factors
There are several activities that might increase a 
worker’s risk for workplace assault, including:

• Contact with the public

• Exchange of money

• Delivery or passengers, goods or services

• Mobile workplaces

• Working with unstable or volatile clients 

• Working alone or in small numbers

• Working late at night or during early morning 

• Working in high-crime areas

• Guarding valuable property or possessions

• Working in community-based settings

Prevention Strategies
There are actions that you can take to protect your 
employees and mitigate the risk of workplace violence. 
Evaluate the workplace and identify both physical and 
administrative adjustments that you can make to 
lessen your risk of a violent incident.

Environmental Design
• Protect your employees using cash-handling 

policies such as locked drop safes, small amounts 
of cash to carry, and notices to visitors or clients 
that limited cash is available.

• Explore the use of cashless transactions.

• Install bullet-resistant barriers or enclosures with 
appropriately high and deep counters where 
interaction with the public is necessary.

• Ensure good lighting, both internally and 
externally.

Many workplaces don’t have formal 
programmes addressing workplace 
violence, even though it can lead to 
costly consequences.

6



Claims Cost Containment
Minimise costs in the event of a claim.

•	 12 Warning Signs of Employers’ Liability Fraud

•	 Alternative Ideas for Return to Work Duties: 
Manufacturing

•	 Return-to-Work Programme Guide

News Briefs
Stay apprised of noteworthy developments rele-
vant to your organisation with these short articles.

•	 News Brief: UK at Risk of Massive  
Security Breach

•	 News Brief: Global Cyber-attacks Grow  
by 8%, Report Finds

•	 News Brief: Britons Less Likely to Place  
Importance on Work, Global Study Found 

Checklists
Cover-specific and general checklists are essential 
for supporting your overall risk management and 
loss control initiatives. 

•	 Business Flood Preparation Checklist

•	 Vehicle Inspection Checklist

•	 First-aider Safety Checklist 

•	 Preventing Workplace Bullying Checklist

•	 Skills Gap Analysis Checklist

•	 Crisis Management Plan Checklist

12 Warning Signs of Employers’ Liability Fraud

Remember, these warning signs are simply indicators. If you are suspicious of a claim, alert your insurer.
© 2007- 2010, 2012 Zywave, Inc. All rights reserved.

During times of recession and economic downturn, organisations’ employers’ liability insurance is more 
susceptible to fraudulent claims. Fraudulent employers’ liability claims are often difficult to defend due to 
the fact that a defence may be prejudiced by the failure of the defendant company to properly provide a 
safe place or system of work or establish proper reporting and risk management procedures. To help you 
detect possible employers’ liability fraud and decrease your number of claims, the following is a list of 
several factors to watch for: 

1. Monday Morning:  The alleged injury occurs either “first thing Monday morning” or late on a Friday 
afternoon but not reported until Monday.

2. Redundancy:  If an employee files a post-redundancy claim was the alleged injury reported by the 
employee prior to being made redundant?

3. Medical History:  The employee has a pre-existing medical condition that is similar to the alleged 
work injury.

4. No Witnesses:  The accident has no witnesses, and the employee's own description does not 
logically support the cause of injury.

5. Conflicting Descriptions:  The employee's description of the accident conflicts with the medical 
history or First Report of Injury.

6. History of Claims:  The claimant has a history of numerous suspicious or litigated claims.
7. Medical Treatment:  The claimant refuses a diagnostic procedure to confirm the nature or extent of 

an injury. Also, when did the claimant first report the symptoms to his GP?
8. Late Reporting:  The employee delays reporting the claim without a reasonable explanation.
9. Moonlighting:  Does the employee have another paying job or do volunteer work?
10. Unusual Coincidence:  There is an unusual coincidence between the employee’s alleged date of 

injury and his/her need for personal time off.
11. Financial Problems:  The employee has tried to borrow money from co-workers or the company, or 

requested pay advances.
12. Hobbies:  The employee has a hobby that could cause an injury similar to the alleged work injury.

Make sure you help reduce the risk of fraudulent claims by creating a competent risk management system 
and ensuring that all reporting procedures are followed. Also, immediately investigate any reported injury 
and record all correspondence related to possible claims. 

Brilliant Brokers  
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Britons Less Likely to Place 
Importance on Work, Global 
Study Found 

A recent study by the Policy Institute at King’s 
College London found that Britons are less likely 
to place importance on work compared to other 
countries. Specifically, nearly one-fifth of British 
people said that work was not important in their 
life, the highest proportion among the 24 
countries polled, including the US, China, Japan, 
France and Sweden.  

Findings Explained 

The analysis was carried out as part of the 
World Values Survey, a widely used academic 
social survey that has run since 1981. Across the 
24 countries polled, several metrics such as the 
following showed that UK citizens place the 
least, or among the least, emphasis on work: 

• Almost three-quarters (73%) of UK 
citizens agree that work is “very or 
rather important in their life,” 
significantly lower than several other 
countries and the lowest overall. By 
comparison, 96% of people in Italy and 
94% of people in France agreed with 
this statement.  

• Only 22% of UK people think work 
should always come first, with only 
Australia, Canada and Japan less likely 
to hold this view.  

• Only 40% of UK citizens think that non-
working individuals turn lazy, the 
second lowest rate, indicating the UK 
has one of the most favourable views of 
those who don’t work.  

Historically, UK workers have been a “work-
first” nation, but the survey’s findings indicate 
this may be changing. Some of this could be 
attributed to generational differences. While 
most generations’ opinions on the importance 
of work remained stable, the attitudes of UK 
millennials born in the early 1980s to mid-1990s 
have changed. Specifically, just 14% of 
millennials stated that work should always come 
first, a significant drop from 41% in 2009’s 
equivalent survey.  

The drastic change could be linked to the “Great 
Reshuffle” following the COVID-19 pandemic—
where workers sought new jobs for a better 
work-life balance and more appealing flexibility 
options—and, more recently, the “quiet 
quitting” trend.  

Employer Action 

Overall, workers are moving towards putting 
less emphasis on their working lives, which 
could negatively impact organisational 
productivity. As such, it’s critical that 
organisations of all types and sizes scrutinise 
ways to engage their workforces. By focusing on 
employee engagement, organisations can help 
combat the new workplace attitudes and shift of 
views on the importance of work.  

Contact us today for additional workplace  
engagement strategies and resources.  
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PREVENTING 
WORKPLACE 
BULLYING Presented by Holloway Insurance Services Ltd 

The removal of fear is key to facilitating a psychologically safe and inclusive workplace. As it relates to 
workplace bullying, that means removing the fear of being bullied and the fear of speaking up about 
it. Preventing workplace bullying requires ongoing effort and commitment from everyone in the 
organisation. By creating a respectful and inclusive workplace, employers can help ensure their 
employees’ well-being and psychological safety. Use this checklist as a general guide for preventing 
bullying in the workplace.  

RRiisskk  AAsssseessssmmeenntt  CCoommpplleetteedd  

IIddeennttiiffyy  wwhhaatt  iiss  ccoonnssiiddeerreedd  bbuullllyyiinngg  iinn  tthhee  wwoorrkkppllaaccee..    

• Workplace bullying is repetitive, deliberate verbal, nonverbal and physical actions directed 
against a peer or subordinate for the sole purpose of dominating or controlling. Bullying 
involves a pattern of repeated behaviour and mistreatment of an employee by one or more 
colleagues that prevents the target from accomplishing work tasks. 

• Common examples of bullying include relentless, unwanted personal attacks that direct 
unfounded criticism, unwarranted judgment that humiliates, and verbal abuse. Mistreatment 
can include threatening conduct like intimidation, humiliation or sabotage. 

☐ 

IIddeennttiiffyy  bbuullllyyiinngg  hhaazzaarrddss.. Examples of bullying hazards include employee absenteeism, sick leave, 
increased turnover and employers’ liability. ☐ 

CCoonndduucctt  aa  wwoorrkkppllaaccee  ssuurrvveeyy.. Employees may be able to shed light on helpful information for a risk 
assessment and the degree of bullying in their workplace. ☐ 

 
PPoolliicciieess  aanndd  PPrroocceedduurreess  CCoommpplleetteedd  

EEssttaabblliisshh  aann  aannttii--bbuullllyyiinngg  ppoolliiccyy.. A clear and comprehensive policy may include the following: 

• A commitment to providing employees with a healthy and safe working environment 

• Definitions of workplace bullying, along with examples of what is—and isn’t—bullying 

• Code of conduct or expected employee behaviour 

• Details on how the policy applies in connection with work and work-related events and 
activities (eg the inclusion of holiday parties, team-building outings and off-site gatherings) 

• A statement that the policy applies to all communication (eg text messages, email and social 
media) 

• Instructions for how employees can report allegations of workplace bullying 

• Employee consequences if the policy is not followed, including how the employer will 
investigate and respond to reported incidents 

☐ 

This guide is merely a guideline. It is not meant to be exhaustive nor be construed as legal advice. It 

does not address all potential compliance issues with UK regulations or any other regulatory agency 

standards. Seek competent legal advice or legal opinion to address possible compliance requirements. 

© 2010 – 2012 Zywave, Inc. All rights reserved.
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UK at Risk of Massive Security 
Breach 

The government’s failure to upgrade 
Whitehall’s aging computer system has left 
the UK at risk of a massive security breach, 
according to HM Revenue and Customs 
(HMRC). Specifically, the tax authority’s 
annual accounts—uncovered by The 
Independent—noted that Whitehall’s “old 
and ageing IT systems” could lead to “a major 
IT failure or security breach” that could “harm 
[our] business operations permanently.” 

Possible Implications  
The HMRC holds an array of sensitive 
information—including UK citizens’ names, 
addresses and National Insurance numbers—
that could be attractive to cyber-criminals to 
commit identity theft or take control of 
peoples’ bank accounts.  

Additionally, the commotion created by an IT 
meltdown could attract state-sponsored 
actors and other opportunistic cyber-criminals 
looking to exploit the disruption for nefarious 
purposes. Any increase in cyber-criminal 
activity could potentially implicate wider UK 
organisations with weaker security measures. 

Next Steps 
The Treasury is expected to examine the issue 
now that HMRC has sounded the alarm over 
its outdated technology. Although the cost of 
upgrading Whitehall’s computer systems 
would be huge, ignoring HMRC’s concerns 
increases the likelihood of cyber-attacks or an 
IT malfunction. The government may be keen 
to avoid any fallout from ignored warnings 

following the closure of 100 schools in 
September due to potentially dangerous 
crumbling concrete, an issue that was raised 
as far back as 2018.  

Employer Action 
HMRC’s security warning serves as a reminder 
of the dangers of not vigorously upgrading IT 
systems. As such, organisations should 
conduct robust preventive upkeep of IT 
systems to boost their cyber-defences and 
lessen their chances of experiencing breaches. 
Additionally, organisations should consider 
updating their IT resilience plans to ensure 
critical systems can withstand disruptions, 
particularly as it pertains to government and 
critical infrastructure operations.  

Contact us today for additional cyber-security 
guidance and insurance solutions.   

Provided by: Holloway Insurance Services Ltd 
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FIRST AIDER

As a trained first aider, your primary responsibility is to provide immediate care to workers who become ill or injured. Your 
role in helping others also puts you at high risk of exposure to potentially infectious materials, such as blood and other body 
fluids. When providing first aid, keep in mind the following safety considerations, and always wear the appropriate personal 
protective equipment.

CCOOMMPPLLEETTEEDD
NNOOTT  

CCOOMMPPLLEETTEEDD

When assisting an injured employee, always wear safety glasses, protective gloves and 
a barrier mask (available in the first-aid kit) to limit your exposure. ☐ ☐

Conduct an assessment of the scene to determine if it is safe to enter and provide care. 
If the scene is safe, assess the injuries. ☐ ☐

If there are any immediate life-threatening injuries, administer the appropriate 
emergency life support, such as administering CPR and controlling haemorrhages. ☐ ☐

If there are no immediate life-threatening injuries, administer first aid such as 
bandaging wounds and stabilising injured extremities. ☐ ☐

Request additional medical assistance as needed. ☐ ☐

Relay information about the injuries to the oncoming ambulance. ☐ ☐

Remain with the patient and provide on-going care as well as reassurance of his/her 
recovery. ☐ ☐

Hand patient over to emergency personnel as soon as they arrive and assist as 
necessary. ☐ ☐

If you have an exposure incident, wash/flush area with water or sanitiser and report it 
to your supervisor. ☐ ☐

Record emergency medical care given to the patient for diagnostic purposes. ☐ ☐

After each emergency call, restock and replace supplies used. ☐ ☐

Clean up the accident area by wiping all affected surfaces with a sanitising cleaning 
agent and appropriately bagging soiled first-aid materials. ☐ ☐

Fill in a Report of Injury or Illness Form to log accident details. ☐ ☐

Attend all required first-aid training as required by . ☐ ☐

Presented by Brilliant Brokers

Alternative Ideas for Return to Work Duties
Manufacturing
Use this chart to find possible transitional job duties for recovering workers. The ideas presented here should 
be adapted to your own situation to help the returning employee be as productive as possible. Always 
evaluate the unique conditions of an employee’s injury when assigning transitional duties.

 Type of Injury

Alternative Duty Options Back Lower 
Extremity

Upper 
Extremity

Cardboard box or product packaging builder Yes Yes Possible
Comparison shopper (are suppliers providing best product/prices, what 
prices/services are competitors offering) Yes Yes Yes

Conduct customer opinion surveys (via telephone) Yes Yes Yes
Designer assistant Yes Yes Possible
Develop safety training schedule, identify and schedule topics/trainers Yes Yes Yes
Foreign language translator (translate policies/practices/posters to other 
common language) Yes Yes No

Label pipes/conduit/breaker boxes Yes Yes Yes
Machine guard inspector/painter Yes Yes Yes
Machine operator that includes light/no-material handling Possible Possible Yes
SDS book updater/organiser Yes Yes Possible
Paint room attendant Yes Yes Yes
Painter (building support posts, kerbs/barriers, machine guards, floor 
striping, small signs) Possible Yes Yes

Pallet and high stack rack inspector Yes Yes Yes
Power tool inspector/inventory taker/minor maintenance Yes Yes Possible
Product packaging labeller Yes Yes Yes
Parts runner Possible Possible Yes
Power tool inspector/inventory taker/minor maintenance Yes Yes Possible
Pre-shift prep (arrive prior to shift start, have all tools and equipment out 
and ready to go) Possible Possible Possible

Production assistant Yes Yes Yes
Quality control inspector Yes Yes Yes
Small-parts deburring operator Yes Yes Possible
Superintendent/manager assistant Possible Possible Possible
Tool sharpener or tool and property engraver Possible Yes No
Trade show booth person Possible Possible Possible
Vehicle/equipment washer Possible Possible Possible
Attend supplier-provided speciality or recurring training Yes Yes Yes
Conduct ergonomic assessments Yes Yes Yes
Cross trainer/mentor Yes Yes Yes
Post/fax delivery for small parcels Possible Possible Yes
Outside maintenance (weeding, planting, watering) Yes Yes Yes
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Global Cyber-attacks Grow by 
8%, Report Finds  

Weekly cyber-attacks have increased 8% globally 
compared to a year ago, according to a Cyber 
Attack Report by software company Check Point. 
Specifically, the report found that the average 
number of attacks per organisation per week 
reached 1,258 in the second quarter of 2023—
representing a year-on-year increase of 8%. This 
increase is significant, considering the impact of 
the Russia-Ukraine conflict on the cyber-threat 
landscape has relatively subsided in recent 
months. According to Check Point, the landscape 
has returned to a “new normal,” now 
characterised by increased cyber-attacks with new 
evasive tactics, hacktivist-based attacks and 
frequent ransomware.  

RReeppoorrtt  FFiinnddiinnggss  iinn  DDeettaaiill  

According to Check Point’s data, the 
education/research sector was the most affected 
by cyber-attacks, with an average of 2,179 weekly 
attacks. The government/military sector was the 
second most targeted, with 1,772 attacks per 
week, with the health care sector following closely 
behind with 1,744. Notably, the health care 
sector’s figure represents a considerable year-on-
year increase of 30%. 

One particular cyber-attack type, ransomware, is 
singled out in the data set. Specifically, 1 out of 
every 44 organisations worldwide experienced a 
ransomware attack in the second quarter of 2023. 
Within Europe, this was 1 out of every 54 
organisations. Although lower than the global 
equivalent, this figure represents a significant 21% 
year-on-year increase, indicating the growing 
ransomware threat for organisations across 
Europe, including those in the UK. 

  

  

CCyybbeerr--ssaaffeettyy  TTiippss    

The growing cyber-threat landscape in Check 
Point’s research highlights the need for 
heightened vigilance and robust cyber-security. 
Organisations should review their cyber-security 
measures and consider following tips: 

• Perform regular patches. Organisations 
should develop a patch management 
strategy with regular patching to keep 
computers and servers up to date.  

• Conduct employee awareness training. 
Organisations should train employees on 
various cyber-security topics, including 
phishing awareness, device security and 
robust password techniques.  

• Strengthen user authentication. 
Organisations should leverage multifactor 
authentication to reduce the likelihood of 
brute force attacks.  

• Implement preventive controls. 
Organisations should establish network 
perimeter defences (eg web filtering and 
firewall policies) to detect and block 
suspicious downloads and leverage other 
software solutions to continually monitor 
potential attack vectors. 

CCoonncclluussiioonn  

As cyber-threats continue to evolve, it’s critical 
that organisations of all types and sizes tighten 
cyber-security measures.  

Contact us today for further risk mitigation 
strategies and guidance on securing robust cyber-
insurance. 
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SKILLS GAP 
ANALYSIS 

A skills gap analysis can help determine which skills and knowledge are lacking among employees on an 
individual level or within a team, a department or the overall organisation. This analysis can even go one 
step further and look at the industry as a whole. Once equipped with this information, employers can 
address the skills gap in the organisation through hiring, upskilling, reskilling and other learning and 
development initiatives. This exercise can also help inform and shape recruitment efforts and strategic 
workforce planning.  

Employers can review this checklist as they conduct a skills gap analysis. The need for such an analysis 
could be triggered by various workplace processes, including before a big project, during hiring planning 
or when launching learning and development initiatives. Alternatively, a skills gap analysis could simply be 
done periodically. 

 

RReesseeaarrcchh    

Identify or categorise the types of employee skills. For example: 

• Leadership 

• Problem-solving 

• Soft skills (eg communication and emotional intelligence) 

• Technical skills 

• Technology 

☐  

Measure employees’ existing skills. Some examples of measurement methods include: 

• Performance reviews 

• 360-degree reviews 

• Conversations with key managers 

• Employees’ past work experience 

• Employee degrees, certifications and education 

• Self-assessments 

• Employee interviews 

• Technology (eg skills management software and learning management systems) 

☐ 

Consider how evolving and future trends might impact future skills in your company or industry. 

• What required skills will change due to technology? 

• How does the economy impact skills? 

• How would potential company or industry growth (or consolidation) impact skills? 

☐ 

 

Presented by [[BB__OOffffiicciiaallnnaammee]] 

7



Employer  
Communications
Employer Newsletters 
Our newsletters highlight timely risk management 
and health and safety topics.  

•	 Commercial Insurance Profile (Monthly)

•	 Cyber-risks and Liabilities Newsletter 
(Bimonthly)

•	 HSE Safety Cornerstones Newsletter (Quarterly)

•	 Personal Lines Perspectives Newsletter 
(Quarterly)

•	 Employee Well-being Focus Newsletter 
(Bimonthly)

•	 Manufacturing Commercial Insurance Profile 
(Quarterly) 

•	 Construction Commercial Insurance Profile 
(Quarterly)

HR Materials 
Stay abreast of the latest workplace trends to 
lessen workplace risk and reduce the chances of 
employment tribunals. 

•	 Understanding and Overcoming Proximity Bias

•	 Better Understanding Quiet Quitting

•	 Addressing Imposter Syndrome 
 

Attraction and Retention Resources 
Understand how best to attract and retain workers 
to bolster organisational resilience. 

•	 Infographic: Using Mentoring Programmes to 
Bolster Employee Retention

•	 Infographic: Attracting Generation Z

•	 Identifying and Retaining Key  
Employees Checklist 

 

5 Risks in the Construction Industry 
Construction owners and contractors face a myriad of risks that are inherent to the industry. In order to help ensure 
safe and productive operations, it’s vital for these parties to understand common exposures so they can take 
proactive steps to address them. While each operation’s specific exposures may vary, the construction industry, as a 
whole, faces five pervasive risks:  

1. Safety hazards—The construction industry is consistently on the list of the most dangerous industries. 
Workers encounter several job-related hazards that could result in serious injury or death, and project sites 
often pose safety risks to third parties. Employers must adhere to applicable safety regulations, perform 
rigorous inspections to identify risks, and provide workers with necessary safety training and equipment.  

2. Project delays—Delays can stem from several different areas of a construction project and can significantly 
impact a project’s timeline and budget. Establishing and maintaining clear communication channels between 
all involved parties can help avoid or reduce delays. In addition, creating business continuity plans can help 
reduce the effects of delays. 

3. Labour shortages—Finding qualified employees can be challenging for projects of all sizes. Other 
circumstances may also arise, such as employee turnover occurring during a project. These risks can be 
mitigated by conducting workforce planning assessments, investing in training and development, offering 
long-term contracts and competitive pay, and utilising technology to identify top applicants. 

4. Supply chain disruptions—Shipping issues, natural disasters, material shortages and economic forces are 
only a few examples of factors that can interrupt a supply chain. Construction owners and contractors can 
avoid or address these situations by monitoring global supply chain problems and maintaining a diversified 
and adaptable supply chain. 

5. Administrative errors—With the number of documents involved in a project, there are several chances for a 
mistake in the drawings, contracts or other paperwork to create issues. Attention to detail, communication, 
collaboration and automation technology can help reduce administrative errors. 

Contact us today for additional industry-specific risk management guidance. 

Provided by: Holloway Insurance Services Ltd 
 

          © 2023 Zywave, Inc. All rights reserved. 
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Addressing Imposter 
Syndrome in the 
Workplace 
Imposter syndrome, a pervasive psychological 
phenomenon, affects individuals across various 
professions. Despite their accomplishments and 
competence, those experiencing imposter 
syndrome doubt their abilities constantly and fear 
being exposed as frauds. This internal struggle can 
undermine productivity, hinder career growth, and 
contribute to feelings of stress and inadequacy. To 
create a supportive work environment that 
encourages employee well-being and 
performance, employers should play a crucial role 
in addressing imposter syndrome. 

This article explores the phenomenon of imposter 
syndrome and highlights ways employers can 
address it in the workplace. 

Imposter Syndrome Overview 
Imposter syndrome—or “imposter phenomenon,” 
as originally coined—refers to the persistent 
feeling of inadequacy despite evidence of success 
and competence. Workers grappling with imposter 
syndrome tend to attribute their achievements to 
luck or external factors rather than acknowledging 
their own abilities. This mindset can lead to self-
doubt, anxiety and a fear of failure, significantly 
impacting professional growth and job 
satisfaction. Imposter syndrome is not an official 
medical diagnosis, but researchers recognise it as a 
valid psychological phenomenon that can often 
accompany anxiety or depression. 

Research from the Imposter Syndrome Institute 
identifies five types of imposter syndrome: 

1. The perfectionist has anxiety 
over how things are done. 

2. The expert fears having a lack of 
knowledge. 

3. The soloist feels pressure to 
handle things alone. 

4. The natural genius stresses over 
not succeeding on the first try. 

5. The superhuman feels guilty if 
they don’t please everyone. 

Certain factors (eg gender and race) can increase 
the likelihood of experiencing imposter syndrome. 
Women and people of colour are at greater risk, as 
they are more likely to be underrepresented in 
their workplaces. 

Imposter Syndrome’s Impact on 
Workplaces 
Imposter syndrome can have numerous 
consequences in the workplace, affecting 
employees and employers alike. Employees 
grappling with imposter syndrome often 
experience self-doubt and perfectionism, leading 
to procrastination and decreased productivity. The 
constant fear of not meeting expectations or being 
discovered as a fraud can hinder their ability to 
take risks and contribute effectively. 

When focused on a fear of failure or being 
perceived as inadequate, employees may also 
stifle their creativity, leading to less innovation 
within the workforce. 

 

Brought to you by the insurance professionals at 
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This checklist is of general interest and is not intended to apply to specific circumstances. It does not purport to be a 
comprehensive analysis of all matters relevant to its subject matter. The content should not, therefore, be regarded as 
constituting legal advice and not be relied upon as such. In relation to any particular problem which they may have, readers are 
advised to seek specific advice. Further, the law may have changed since first publication and the reader is cautioned 
accordingly. © 2023 Zywave, Inc. All rights reserved. 

IDENTIFYING AND RETAINING 
KEY EMPLOYEES 

Identifying and retaining key employees is always important, but especially so during times of high attraction 
and retention difficulties faced by many employers. In a tight labour market, retaining employees becomes 
increasingly difficult.  
 
Key employees are vital to employers’ success, so it is important to identify these workers and understand how 
to keep them. They possess skills, knowledge and performance abilities that can be linked to their 
organisations’ overall success. Various attributes may make workers critical to their organisations. Often, these 
employees have special proprietary knowledge or additional certifications, degrees or licences that help their 
organisations function more efficiently. Further, key employees may also help establish strong relationships 
within their organisations and with important external parties (eg clients and vendors). The primary takeaway 
is that key employees have a tangible impact on their organisations and are difficult to replace, so employers 
should prioritise identifying and retaining them effectively.  
 
Employers can review this checklist to help identify and retain key employees. Employers should consider 
which of their workers possess the following traits:  
 
IIddeennttiiffyyiinngg  QQuuaalliittiieess  ooff  KKeeyy  EEmmppllooyyeeeess    

EExxcceeeedd  eexxppeeccttaattiioonnss—These employees consistently go above and beyond what they are 
expected to do. ☐  

EEnnhhaannccee  ssttrraatteeggiieess—Such employees proactively search for ways to improve their companies’ 
strategies and operations without being told to do so.  ☐ 

IInnccrreeaassee  oovveerraallll  ccoommppaannyy  ppeerrffoorrmmaannccee—These employees increase the company’s performance, 
such as by increasing company revenue and helping the company’s bottom line.  ☐ 

IImmpprroovvee  rreellaattiioonnsshhiippss  wwiitthh  cclliieennttss  aanndd  vveennddoorrss—These individuals connect with clients and 
vendors in ways that drive more business for the company.  ☐ 

FFoosstteerr  ccoonnnneeccttiioonnss  bbeettwweeeenn  vvaarriioouuss  tteeaammss—These team members reach out to and connect with 
their colleagues to create an inclusive culture. ☐ 

SShhooww  uupp  ccoonnssiisstteennttllyy  aanndd  oonn  ttiimmee—Such employees are always punctual and ready to work.  ☐ 

 
 

Presented by Holloway Insurance Services Ltd. 

© 2023 Zywave, Inc. All rights reserved.

E M P L O Y E E  W E L L- B E I N G  F O C U S

Removing Unconscious Bias  
From Hiring Practices

OCTOBER 2023

Organisations must remove unconscious bias from 
recruitment processes as part of diversity, equi-
ty and inclusion (DE&I) endeavours. However, by 
the nature of the term, such discrimination is done 
without awareness, making it difficult for organisa-
tions to spot. Specifically, organisations may shape 
recruitment decisions based on race, gender or age 
without realising they are vetting candidates this 
way. A testament to the extent of the problem, 79% 
of HR professionals agree that unconscious bias 
exists in both recruitment and succession planning 
decisions, according to technology company Bright 
Talk.

Regrettably, unconscious bias reduces workforce 
diversity and excludes talent. Worse still, it could 
result in claims of discrimination or employment 
tribunals. As such, it’s critical that organisations re-
move unconscious bias from hiring practices. Con-
sider the following strategies for doing so:  

• Remove gendered wording. Ensure job 
descriptions contain gender-neutral words 
to avoid deterring candidates. For instance, 
words traditionally considered masculine, 
like “confident” and “driven,” could dissuade 
women from applying. Instead, use specific 
terms such as “project manager” or “engineer” 
to accurately describe roles. Additionally, 
remove pronouns from job descriptions and 
instead favour terms such as “you” or “they.”

• Utilise blind recruitment. Consider removing 
candidates’ names, ages and other identifying 
factors from applications so hiring managers 
can make objective decisions about applicants’ 
skills, experience and suitability. 

• Implement structured processes. To avoid 
discrimination and facilitate fair benchmarking, 
create a structured recruitment process that is 
identical for all applicants. Stick to a specific set 
of interview questions so answers can be fairly 
compared. Furthermore, leverage interview 
panels over a single recruiter to gain a wider 
perspective. 

• Leverage technology. Consider using artificial 
intelligence tools programmed to screen 
candidates without demographic data. 
However, act with caution when using tech 
solutions, as human involvement is crucial to 
ensure the legal and proper functioning of these 
tools.

Contact us today for further attraction and  
retention resources. 
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Understanding and 
Overcoming Proximity 
Bias in Hybrid Workplaces  
It’s human nature to favour people in our 
immediate vicinity—but this is proximity bias. In 
the rapidly evolving employment landscape, where 
remote and hybrid workplaces have become 
increasingly prevalent, the concept of proximity 
bias has emerged as a critical challenge to address. 
Proximity bias refers to people’s inherent 
tendency to favour individuals who are physically 
closer to them in a workplace setting, often at the 
expense of remote or distributed team members. 
As more organisations embrace flexible work 
arrangements, potential inequalities between 
remote and in-office employees are a leading 
concern. 

This article explores the nuances of proximity bias, 
its impact on flexible workplaces and general 
mitigation strategies.  

What Is Proximity Bias? 
Proximity bias is the concept that employees in 
close physical proximity to their team and 
company leaders will be favoured and perceived 
as better workers than their remote counterparts. 
Furthermore, proximity bias may occur against 
employees who do not have frequent contact with 
leadership or work during peak business hours. 

More professionals are recognising that such a 
cognitive bias does, in fact, exist. According to 
research by social networking site LinkedIn, almost 
half (44%) of workers believe that senior team 
members are more likely to favour in-office 
workers. A key driver of proximity bias is the 
assumption that people are more productive in an 

on-site work environment than at home or other 
remote locations. 

Those on the receiving end of proximity bias may 
feel neglected or not appreciated or valued in the 
workplace. They may also receive less support and 
miss opportunities that their peers receive. As a 
result, these employees may be discouraged and 
less engaged than other employees. In today’s 
tight labour market, employers can’t afford to lose 
remote and hybrid workers due to proximity bias 
or resulting poor workplace culture. 

Proximity bias can occur at all levels of an 
organisation—including in companywide offerings 
from leadership and the HR department as well as 
in interpersonal relationships among supervisors, 
managers and employees. Consider the following 
examples of proximity bias: 

• Providing on-site employees with access 
to better perks 

• Offering learning and development 
opportunities to on-site employees 

• Giving bonuses to on-site employees  

• Excluding remote employees from 
important meetings 

• Evaluating on-site employees’ work more 
highly than remote workers, regardless of 
objective performance metrics 

• Assigning on-site employees with the 
most interesting, critical or high-visibility 
projects and tasks 

Brought to you by the insurance professionals at 
[[BB__OOffffiicciiaallnnaammee]]  

Using Mentoring Programmes 
to Bolster Employee Retention

Statistics to Know

What Is Mentoring?

Types of Mentoring

Fostering Mentoring

How Does Mentoring Help With Retention?

Organisations that promote and facilitate strong mentoring programmes 

may experience improved employee retention, morale and engagement. 

According to a study by technology company Connectr, 79% of millennials see mentoring as crucial to  

career success. However, just 37% of professionals currently have a mentor, Connectr’s survey found. 

Mentoring in the workplace describes the relationship between a mentor and a mentee. Workplace mentors 

typically offer professional advice to encourage mentees to learn, grow and develop professional skills.

Successful mentoring programmes have numerous benefits for both employers and employees,  

such as the following:

Here are some common examples of mentoring:

These steps may help employers facilitate successful mentoring relationships among employees:

Mentoring is a simple and cost-effective way to reduce employee turnover and increase employee engagement. 

Contact us for further guidance.

This infographic is for informational use only. © 2023 Zywave, Inc. All rights reserved.

Providing a sense  

of control over one’s 

career path

Encouraging strong  

interpersonal  

relationships

Offering professional 

support and  

development  

opportunities

Creating a positive  

workplace culture

Group 
Mentoring groups or circles may focus on a  

specific workforce demographic (eg women  

or other minorities).

One to one 
This type of mentoring involves mentors with 

professional knowledge and developed skills 

providing valuable answers to less experienced 

mentees during individual sessions. 

Peer to peer 
Through this form of mentoring, employees  

with similar backgrounds and experience  

provide understanding, support and guidance to  

one another. 

Reverse 
Such mentoring entails junior employees  

helping senior employees in areas  

where they may have additional experience,  

such as technology. 

Facilitating a safe space 

for open discussion

Boosting job  

satisfaction, engagement 

and productivity 

Offering an avenue  

for personal and  

professional growth

Increasing motivation 

and internal mobility

Define goals and 

objectives.

Select the type of 

mentoring that best 

fits organisational 

needs.

Encourage  

employees to  

become mentors  

or mentees.

Provide relation-

ship guidelines, 

learning resources 

and support  

to mentors and 

mentees.

Ask participants  

for feedback.

A LinkedIn Workforce study found that 94% of  

employees would stay at their jobs longer if their  

employers invested in their career development.

i

 

Preventing Workplace Bullying 
According to a survey by finance company SME Loans, almost 1 in 4 (23%) UK workers have been bullied at work. 
Although this figure is already a cause for concern, the full extent of bullying prevalence could be far worse, as some 
employees may find it difficult to raise bullying concerns with management.  

Bullying can significantly impact victims’ physical and mental well-being, negatively impacting work performance. 
Specifically, bullying can erode victims’ confidence, leaving them distracted and withdrawn, less productive and 
more likely to suffer from absenteeism. Additionally, bullying has significant ramifications for employers, such as:   

• A high employee turnover—Workplace bullying may cause a decline in morale for the victims and those 
around them due to the associated hostile work environment. Consequently, organisations may suffer from 
an increased employee turnover and incur substantial costs to recruit and retain replacement workers.  

• Reputational damage—Even if an employee doesn’t report workplace bullying to their employer, they may 
tell family and friends about the behaviours occurring in their workplace, potentially affecting an 
organisation’s public image with both consumers and potential hires.  

Overall, mitigating workplace bullying risks is critical to maintaining productivity, lessening absences and creating a 
safe workplace for everyone. Organisations can prevent bullying using the following tactics: 

• Raise awareness. Organisations could conduct anonymous staff surveys to capture the direct employee 
experience, utilising this insight to implement targeted measures to combat any issues raised. 

• Lead by example. As some bullying comes from managers themselves, organisations must ensure that all 
managers know how to respond positively to employee concerns and remain fair and constructive. 

• Implement a zero-tolerance policy. Organisations must enforce a robust and well-communicated anti-
bullying policy that clearly defines bullying behaviour, the protocol for raising a complaint and the potential 
consequences of breaching the policy. 

• Build an inclusive environment. Organisations should establish a workplace climate of acceptance and 
inclusion to help prevent bullying in the first place. 

Contact us today for additional workplace resources and risk-mitigation guidance. 

Provided by: Holloway Insurance Services Ltd 
 

© 2023 Zywave, Inc. All rights reserved. 
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Better Understanding 
Quiet Quitting 
“Quiet quitting” is not a new concept to 
employers. It occurs when employees become less 
invested or engaged in their work and only 
perform their core job duties without going above 
and beyond. While these employees continue to 
perform their primary responsibilities, they’re less 
invested overall. Quiet quitting can be a sign that a 
worker is unhappy in their role or is feeling burnt 
out. In fact, many workers engage in quiet quitting 
to help alleviate work-related stress and burnout. 
It can often be the first step toward an employee’s 
eventual departure, either by the employee 
voluntarily leaving for a new opportunity or the 
employer letting the employee go because their 
performance no longer meets expectations. 
However, employers are encouraged to take legal 
advice to ensure such decisions comply with 
applicable laws. 

A 2023 Global Culture Report by employee 
recognition company O.C Turner found that 46% 
of UK employees find their work exhausting, with 
40% feeling emotionally frustrated. Burnt-out 
employees may be less engaged, more prone to 
mistakes and at higher risk of quiet quitting. With 
the recent increase in employees working in 
remote or hybrid environments, it’s become more 
difficult for employers to identify employees who 
may be at risk of quiet quitting. However, 
employers can use a variety of metrics to better 
recognise the signs of when employees are no 
longer motivated to work or feeling burnt out.  

This article provides a general overview of quiet 
quitting and metrics employers can use to detect 
quiet quitting trends among their workers.  

 

Signs of Quiet Quitting 
To improve engagement and re-energise 
employees, employers must be able to understand 
and recognise the signs. While indications of quiet 
quitting can take various forms, there are some 
common signs, including: 

• Not attending nonmandatory meetings 
• Not being as productive as they once 

were 
• Contributing less to team projects 
• Not participating in meetings 
• Displaying a lack of enthusiasm 

Importantly, there are many reasons why 
employees may choose to quiet quit; for example, 
they may feel they’re not being fairly 
compensated for work performed outside of their 
core duties. Although the exact reasons an 
employee is choosing to quiet quit may not be 
evident, these signs are reliable indicators that an 
employee is becoming less engaged with their 
work or considering leaving their position. 

Better Understanding Quiet Quitting 
Quiet quitting is not necessarily a bad thing, and 
employees who are choosing to quiet quit 
shouldn’t be considered lost causes. With support 
and resources, these workers can recover from 
burnout and find meaning in their roles again. If an 
employer experiences a rise in employees deciding 
to quiet quit, it should be a wake-up call that they 
must do something to address it.  

Understanding and utilising the following metrics 
can help employers recognise employees who are 
or may be at risk of quiet quitting. 

 

Brought to you by the insurance professionals at 
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GEN Z
Attracting  
Generation Z

Understanding Generation Z

Attracting Generation Z

Hiring younger employees can have numerous 
benefits for employers and must be embraced as 
the workforce’s composition changes. Generation 
Z (Gen Z) workers can bring strong digital skills, 
energy, creativity and new ideas to an organisa-
tion. They are also a rapidly growing percentage 
of the workforce. In fact, Statista reported that 
Gen Z is the latest generation to enter the work-
place and is the third-largest generation in the 
UK’s labour force, with 4.3 million in employment 
in 2022.

Gen Z is generally defined as people born between 1997 and 2012. These individuals 
are often socially conscious, digitally savvy and passionate about career growth. Here’s 
what employers should know about Gen Z employees:

They care about company 
culture. Gen Z workers seek 

work environments where 
they can thrive with caring 

and supportive leaders. They 
typically look for jobs at 

organisations with similar values 
to their own.

They want development 
opportunities. Younger 

workers typically prioritise career 
progression and development 
opportunities over their older 
counterparts and may accept 
lower salaries in exchange.

They seek social connection. 
These workers are part of a 
socially active generation. 
Although Gen Z workers 

are comfortable with digital 
conversations, they often 

crave genuine connections 
and in-person discussions with 

colleagues.

They’re passionate about flexibility. Gen Z workers want flexibility, autonomy and work-life 
balance. They often seek jobs that fit their lives, not the other way around. However, while many value 

flexibility, others seek strong in-person culture and want to be part of a thriving community. 

This infographic is for informational use only. © 2023 Zywave, Inc. All rights reserved.

When employers align workplace culture with the wants 
and needs of Gen Z, they can improve their attraction 
and retention of young workers. Successfully appealing 
to this demographic can create a pipeline of talented 
individuals into an organisation’s workforce.

Contact us today for more attraction and retention resources.

Create an inclusive 
culture that shows Gen 
Z that organisational 
values align with their 

own.

Encourage corporate 
citizenship with 

a commitment to 
social causes (eg 

sustainability, social 
impact, volunteering).

Explore pay 
transparency.

Create an efficient 
interview and hiring 
process that avoids 
multiple rounds of 

interviews and distant 
start dates.

Emphasise corporate 
missions and goals.

Expose Gen Z workers 
to new technology and 

innovation.

Invest in learning and 
growth opportunities for 

employees.

Create mentorship 
programmes.

Involve Gen Z workers 
in teams and projects 

early on and offer 
opportunities to lead.

Offer remote or hybrid 
opportunities.

Allow flexible work 
hours.

Make mental health 
resources and 

programmes readily 
available. 
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Employee  
Communications
Employee Resources
Keep safety top of mind in the workplace with  
materials to distribute to employees, such as leaf-
lets and employee quizzes.

•	 What’s the Best Respirator for the Job?

•	 Quiz: Forklift Safety

•	 Eye Safety and You Poster

Playing It Safe Flyers
Easy to distribute or post around the workplace, 
these single-page employee safety flyers focus on 
a variety of industry-specific safety topics.

•	 Construction Playing It Safe: Working Safely 
with Electricity

•	 General Industry Playing It Safe: Safety  
While Abroad

•	 Office Playing It Safe: Watch for Pests in  
the Office

Employee Educational Videos
Educate employees on a variety of subjects  
with short videos on safety, well-being, personal 
finance and more.

•	 Video: 5 Tips for Managing Anxiety 

•	 Video: Tips for Preventing Distracted Driving

•	 Video: Sleep and Mental Health 

© 2010, 2012 Zywave, Inc. All rights reserved.

© 2010, 2012 Zywave, Inc. All rights reserved.

© 2010, 2012 Zywave, Inc. All rights reserved.

What’s the Best Respirator for the Job?
Workers must always wear a respirator when working in a 
hazardous atmosphere. The type of respirator needed depends on 
the contaminant(s) and the protection factor required.

• Filtered Face Pieces: Used for dusts, mists or welding fumes

• Half-face or Full-face Respirators: Used for vapours, acid 
gases, dust or welding fumes

• Powered Air-Purifying Respirators: Filters and circulates air in 
helmet

• Self-Contained Breathing Apparatus (SCBA): Used for entry and 
escape from atmospheres that are dangerous or are oxygen-
deficient

What’s the Best Respirator for the Job?
Workers must always wear a respirator when working in a 
hazardous atmosphere. The type of respirator needed depends on 
the contaminant(s) and the protection factor required.

• Filtered Face Pieces: Used for dusts, mists or welding fumes

• Half-face or Full-face Respirators: Used for vapours, acid 
gases, dust or welding fumes

• Powered Air-Purifying Respirators: Filters and circulates air in 
helmet

• Self-Contained Breathing Apparatus (SCBA): Used for entry and 
escape from atmospheres that are dangerous or are oxygen-
deficient

What’s the Best Respirator for the Job?
Workers must always wear a respirator when working in a 
hazardous atmosphere. The type of respirator needed depends on 
the contaminant(s) and the protection factor required.

• Filtered Face Pieces: Used for dusts, mists or welding fumes

• Half-face or Full-face Respirators: Used for vapours, acid 
gases, dust or welding fumes

• Powered Air-Purifying Respirators: Filters and circulates air in 
helmet

• Self-Contained Breathing Apparatus (SCBA): Used for entry and 
escape from atmospheres that are dangerous or are oxygen-
deficient

Working Safely with Electricity
Concerns for engineers, linemen and electricians

Electricity is powerful and dangerous, 
plain and simple. As a lineman, 
engineer or electrician, you come in 
direct contact with electricity via 
overhead power lines, cable 
harnesses and circuit assemblies. 
To protect yourself while working 
with electricity, consider these safety 
recommendations when working near 
generators, power lines, extension 
cables and construction equipment. 

Generator Dangers
Generators are typically powered by 
petrol using internal combustion 
engines to produce electricity. They 
produce carbon monoxide (CO), 
which is a colourless, odourless gas 
that can reduce your ability to 
breathe when it is inhaled. CO 
poisoning may produce symptoms 
such as headaches, nausea, tiredness 
and eventual unconsciousness. CO 
poisoning is potentially fatal. 

When working with generators:

• Do not bring them indoors. Be 
sure they are located in a location 
where the exhaust gases cannot 
enter a building.

• Be sure that the main circuit 
breaker is OFF and locked out 
prior to starting any generator. 
This will prevent inadvertent 
energisation of power lines from 

the back feed electrical energy 
and can help protect you from 
possible electrocution. 

• Turn off generators and let them 
cool prior to refuelling. 

Power Line Dangers

Overhead and buried power lines are 
especially hazardous because they 
carry extremely high voltages of 
electricity. Fatal electrocution is the 
main risk, but burns and falls are also 
serious hazards. When working near 
power lines:

• Look for indicators, especially 
those buried underground.

• Stay at least 3 metres away from 
overhead power lines and always 
assume that they are energised.

• De-energise and earth lines when 
working near them.

• Use non-conductive wood or 
fibreglass ladders only; never use 
metal ladders.

Extension Cables

Normal wear on cables can loosen or 
expose wires. When working with 
extension cables:
• Do not modify cables or use them 

incorrectly.
• Use factory-assembled cable sets 

only.

Be safe and healthy on-
site at  
with these helpful tips 
provided by Brilliant 
Brokers.

Electricity is No 
Laughing Matter
Employees working near 
electricity can suffer 
injuries, ranging from 
minor burns to death. If 
you have questions about 
the equipment that you 
are using, contact your 
supervisor immediately to 
learn more about your 
risks and how to prevent 
injuries. 

This flyer is for informational purposes only 
and is not intended as medical or legal 
advice.

© 2009-2010, 2017 Zywave, Inc. All rights 
reserved.
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Eye Safety & You
Most workplace eye accidents could be 
prevented through the use of proper 
protective eyewear. To do your part, make 
sure you always wear the right kind of eye 
protection for the job you are performing. 

Proper fit is essential for maximum 
protection. Safety glasses should rest firmly 
on top of the nose and close to, but not 
against, the face. Don’t let uncomfortable, 

foggy or sight-restrictive safety glasses or 
goggles keep you from wearing the proper 
eye protection. Experiment - there are many 
styles and sizes available.

Don’t become a statistic. Take a moment 
to determine eye hazards in your 
workplace so you can take the proper 
precautions to prevent injury.

© 2009, 2012 Zywave, Inc. All rights reserved.

Watch for Pests in the Office
How to recognise and deal with infestations 

Bedbugs are not limited to the 
bedroom. These tiny pests travel on 
clothes or possessions, making it easy 
for infestations to spread, for 
example, from a hotel to an office. 
They are generally found in 
upholstered furniture, carpet, cracks 
and crevices. They do not spread 
disease, but their bites cause large, 
itchy skin welts.

 It is important that you make your 
best effort to discover infestations 
before they affect you and your co-
workers. Follow these guidelines for 
recognising infestations so that we 
can take prompt action. 

Know How to Identify Infestations

Whether you are at home, on the 
road or in the office, keep an eye out 
for living and dead bedbugs, small 
bloodstains from crushed insects or 
dark spots from their droppings. You 
will often find these traces on linens 
and curtains, in seams of upholstered 
furniture or in crevices and cracks.

Another sign of infestation is the bites 
themselves. Symptoms range from 
nothing at all to large, swollen welts. 
Although some people don’t have a 
reaction to bedbug bites, those that 
do may experience considerable pain. 
Bites can appear as small, irritated 
areas or large, itchy welts. 

What to Do When You See Them

If you spot any of these signs of 
infestation, notify your supervisor or 
the appropriate authority right away. 
If you are away from the office, put 
your clothes and other items (such as 
luggage and shoes) in a dryer at the 
highest setting for at least an hour to 
ensure you will not spread the 
infestation when you return. Stay 
calm, and rest assured that you are 
not at risk of disease. A bedbug 
infestation is generally not a result of 
improper hygiene, but rather of high-
traffic areas and international travel. 

Pesticides

When we discover an infestation, we 
may apply pesticide to the area to be 
sure we’ve gotten rid of all the 
insects. Keep out of places that have 
had a pesticide application—the 
chemical can be harmful to your 
health. The pest control specialist or 
your supervisor will advise you when 
it is safe to enter. If you are not sure 
whether it is safe to enter a room, 
check with a supervisor. 

Stay in Touch

If you have any questions or doubts 
about insect infestations, do not 
hesitate to contact your supervisor. 
Your safety is our first priority at .

Be safe and healthy on-
site at  
with these helpful tips 
provided by Brilliant 
Brokers.

Where to Look
Bedbugs are drawn to 
warmth, and can be 
found just about 
anywhere in an office—
including chairs, 
carpeting, cubicle walls 
and bookshelves. They 
prefer fabrics and wood, 
but are able to survive 
almost anywhere. Know 
the signs and symptoms 
of infestations to catch 
them early. 

This flyer is for informational purposes only 
and is not intended as medical or legal 
advice.

© 2009-2010, 2017 Zywave, Inc. All rights 
reserved.
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Think your forklift safety knowledge is better than the rest? Answer the 
following questions to determine how much you really know!

1. Forklift drivers should not enter trailer or railway cars unless the following condition is 
in place:

a) The watchman is present

b) Your battery and fuel tank are charged

c) The railcar or trailer is locked with wheel chocks

d) You have a spotter inside

2. Forklifts can tip over on ramps and slopes even when they are empty.

a) True

b) False

3. While driving a forklift, the operator must always look in which direction?

a) In the mirrors

b) Around the load

c) In the direction of the intended path

d) Forward

4. When operating a loaded forklift on a ramp with a grade of 10 per cent or more, 
always keep the load uphill.

a) True

b) False

Safety While Abroad
Tips for world travellers 

Travelling can be stressful, as there are 
plenty of things to think about before 
leaving for a long trip. Amid the packing 
and the goodbyes, don’t forget to think 
about how you will stay safe during your 
travels.

Whether your trip is short- or long-term, 
follow these guidelines and preparatory 
tips to ensure your time in an unfamiliar 
place is memorable, productive, and safe.

Do Your Homework
Before you leave, take some time to 
research your destination. Get the facts 
on crime risks and the geopolitical climate 
in the area. Check for travel advisories, 
and ask your host or sponsor when and 
where you should use extreme caution. If 
possible, speak with someone who has 
travelled to the location to get ideas on 
what to expect and how to act.

Often, the key to staying safe is blending 
in with natives to avoid making yourself a 
target. Research customary clothing 
practices for someone your age and 
gender, and do your best to pack items 
that will conform to the local norms. You 
may find that this will make your travel 
experience richer as well as safer.

Know the Risks
The biggest mistake you can make when 
travelling to any unfamiliar place is to be 
naïve about the risks. Unfortunately, 
tourists and foreigners are often easy 
targets because:

1. Criminals assume tourists have 
money.

2. Most foreigners don’t speak the 
language or know how to call for 
help.

3. Criminals know it is unlikely a tourist 
or foreigner will testify in court if he 
or she is caught.

4. Foreigners are often too caught up in 
their travels to pay close attention to 
surrounding dangers.

Know that you are a target and 
concentrate on making yourself a difficult 
target to deter criminals and stay safe.

Stay Aware
The key to being a successful traveller is 
to practise situational awareness. Be alert 
and always have a plan or escape route 
should you be confronted with a threat.

Criminals are not unlike predators in the 
wild. They evaluate their victims and 
pounce on targets that present the lowest 
personal risk—meaning they choose 
targets based on who is the least 
attentive, appears the weakest or who is 
least likely to get them caught or injured.

Practise situational awareness by:
• Constantly staying focused on your 

surroundings
• Noting escape routes during your 

everyday activity, including police 
stations, open stores or busy 
restaurants

Be safe and healthy on-
site at  
with these helpful tips 
provided by Brilliant 
Brokers.

Outsmart 
Pickpockets
Never keep cash, wallets 
or important documents 
in a location that is 
prone to pickpockets, 
such as a back trousers 
pocket or an outside 
pocket on your handbag. 
Stay especially aware of 
these items when in 
crowded places, such as 
metros or tourist 
attractions.

This flyer is for informational purposes only 
and is not intended as medical or legal 
advice.

© 2009-2010, 2017 Zywave, Inc. All rights 
reserved.
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Safety Matters “Toolbox Talks”
Toolbox talks provide managers and supervisors 
with employee meeting talking points for a variety 
of industry-specific safety issues.

•	 Safety Matters: First-aid Basics

•	 Office Safety Matters: General Office Safety

•	 Technology Safety Matters: The Basics of  
Ergonomics at Work

Employee Newsletters
Our monthly employee newsletters promote 
health and safety both in the workplace and  
beyond.

 
 

Health and Safety Policies/Safety Manuals
Customisable health and safety policies and safety 
manuals feature general safety policies and  
procedures to support your safety programmes.  
Choose from a general template or a variety of 
industry-specific versions. 

•	 Construction Employee Safety Manual

•	 General Employee Safety Manual

•	 Restaurant Employee Safety Manual

Workplace Policies
Develop workplace policies with these templates 
that include a variety of related materials, including 
recordkeeping forms to support your safety goals.

•	 Teleworking Policy

•	 Employee Induction Policy

•	 Equality and Diversity Policy

The content of this document is of general interest and is not intended to apply to specific circumstances. It does not purport to be a comprehensive analysis 
of all matters relevant to its subject matter. The content should not, therefore, be regarded as constituting legal advice and not be relied upon as such. In 
relation to any particular problem which they may have, readers are advised to seek specific advice. Further, the law may have changed since first publication 
and the reader is cautioned accordingly. © 2010-2013, 2019 Zywave, Inc. All rights reserved.

GGeenneerraall  OOffffiiccee  SSaaffeettyy

Do you ever see a utility worker on top of a 
telephone pole or a construction worker 
balancing on a steel beam high above you, and 
think that you could never work in such 
hazardous conditions? While those workers do 
have more dangerous jobs than you, they may 
actually be safer than you are in the office.

This is because of their awareness of the 
hazards that come with the job and their 
knowledge of the safety procedures that they 
must follow. It is this safety awareness that is 
their best defence against accidents. On the 
other hand, many office workers can’t see why 
they should be concerned with safety at all. 

However, there are plenty of hazards in an 
office setting. It is true that office accidents 
seem less severe than those that occur in a 
manufacturing plant or among construction 
workers, but they can be just as painful and 
just as much of a financial setback to the 
injured worker. 

OOffffiiccee  HHaazzaarrddss
• Poor housekeeping and floors littered with 

tangled cables, discarded papers, spilt 
liquids and small items such as paper clips 
can cause slips and falls. 

o Always keep the area around you free 
from debris or other items that do not 
belong on the floor, and clean up any 
spills or messes as soon as you 
discover them. 

• Office machines also cause their share of 
accidents. 

o Electric machines should always be 
unplugged when being cleaned and 

they should not be used if any 
sparking or smoking occurs. 

• Carrying supplies to and from the 
storeroom can be dangerous if done 
incorrectly. 

o Be sure that the pile is light enough to 
handle easily and low enough to see 
over. If lifting a heavy box, bend your 
knees and lift with your legs, and ask a 
co-worker for help if it is too heavy to 
handle alone.

• Desks and file cabinets present special 
hazards. 

o Drawers should have safety stops to 
prevent the contents and drawer from 
tumbling onto the user, and drawers 
should be closed when you’re finished 
with them. It’s easy to trip over or 
bump into an open drawer or cabinet. 

BBee  PPrreeppaarreedd
Look around the office and identify the 
possible safety hazards. If you find any hazards 
that you think need attention, talk to your 
supervisor. If you develop a safety conscious 
attitude, you can become aware of office 
hazards and take the appropriate precautions 
to avoid them.    

Provided by: Brilliant Brokers

© 2022 Zywave, Inc. All rights reserved. 

 441,000 working 
people sustained a non-

fatal injury at work in 
2020-21, according to 

the Labour Force 
Survey. 

AAvvooiiddiinngg  WWoorrkkppllaaccee  SSaaffeettyy  CCoommppllaacceennccyy
Safety is paramount in the workplace to avoid illness and 
injury, which is why becoming complacent with safety 
measures can be so dangerous. Workplace safety 
complacency is a sense of security in your job that 
causes you to become less aware of your surroundings. 
In other words, complacency happens when you go on 
“autopilot” mode, going through the motions of your job 
without being fully engaged.

Workplace safety complacency can show itself in many 
ways. Some signs you may recognise in yourself include:

• Skipping or forgetting steps in your typical work 
tasks

• Experiencing near-miss incidents

• Feeling a lack of motivation

Some signs you may see in your colleagues include:

• Changes in attitude

• Frequent tardiness

• Shifts in communication, whether it pertains to the 
frequency or the quality

Safety complacency can lead to workplace accidents in 
which you or a colleague may be injured. Complacency 
can also lead to decreased efficiency, as tasks may have 
to be redone if they were initially executed incorrectly or 
insufficiently.

There are many steps you can take to combat 
complacency and promote safety at work. Here are 
some best practices to consider:

• Focus on your tasks. Even if it is something you have 
done countless times before, making a conscious 
effort to focus on each step can help you stay more 
engaged in the task at hand.

• Eliminate distractions. Try to limit conversations 
with colleagues until you are finished with your 
work, and do not multitask. Keeping your focus on 
one thing at a time will help you avoid becoming 
complacent.

• Switch up your routine, if possible. For example, if 
you normally check your emails in the afternoon, try 
checking them in the morning instead. A new 
routine keeps you on your toes and makes you less 
likely to become complacent in your work.

For more information on workplace safety complacency, 
talk to your supervisor.

Presented by 

      

Legal disclaimer to users of this sample manual:
The content of this sample safety manual is of general interest only and not intended to apply to specific circumstances. It does not purport to be a comprehensive analysis of all 
matters relevant to its subject matter. It does not address all potential compliance issues with UK or any other regulations. The content should not, therefore, be regarded as 
constituting legal advice and not be relied upon as such. It should not be used, adopted or modified without competent legal advice or legal opinion. In relation to any particular 
problem which they may have, readers are advised to seek specific advice. Further, the law may have changed since first publication and the reader is cautioned accordingly. 
© 2005, 2013, 2018 Zywave, Inc. All rights reserved.
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Prepared by Brilliant Brokers
This SAMPLE policy is of general interest and is not intended to apply to specific circumstances. It does not purport to be a comprehensive analysis of all matters relevant to its subject 
matter. The content should not, therefore, be regarded as constituting legal advice and not be relied upon as such. In relation to any particular problem which they may have, readers 
are advised to seek specific advice. Further, the law may have changed since first publication and the reader is cautioned accordingly. © 2011-13 Zywave, Inc. All rights reserved.

POLICY

Teleworking 

 

PURPOSE
This policy establishes the guidelines  will use to select and manage those employees approved to telework. 

SCOPE
This policy applies to all  employees authorised to work remotely as a primary job function. It does not include those who 
are temporarily allowed by their manager to work from home or other location on an irregular basis due to extenuating 
circumstances.

POLICY GUIDELINES
Definitions

Teleworking is defined as working from a home or other off-site location, using electronic communications such 
as the internet to connect with the primary place of employment. 

Criteria for Selection
 always strives to provide equal opportunities to all employees when it comes to working situations. However, 
teleworking is not conducive to every employee and position. Keeping this in mind,  will review all reasonable 
employee requests to telework using the following criteria:

Is the employee a good candidate for teleworking?

• Dependable

• Flexible

• Proven performance

• No record of disciplinary action

• Comprehensive knowledge of position

Can the duties of their position be successfully fulfilled through teleworking?

• Measurable work activities

• Little need for face-to-face interaction with colleagues

• Clearly established goals and objectives

• Duties can be performed alone 

• Equipment needed is limited and can be easily stored at the off-site location 

Note: The management of  reserves the right to deny or revoke teleworking privileges at their own discretion.

Responsibilities
Position requirements and responsibilities will not change due to teleworking. Workers face the same expectations in 
relation to professionalism, work output and customer service, regardless of where their work is being performed. The 
amount of time an employee is expected to work in a given week will not change, although the exact scheduling of 
allotted hours will be left up to the discretion of their direct supervisor(s). If an employee’s physical presence is 
required at ’s primary work location they are expected to report once given adequate notice.

Location: [INSERT LOCATION]
Effective Date: [INSERT DATE]
Revision Number: [INSERT #]

The content of this document is of general interest and is not intended to apply to specific circumstances. It does not purport to be a comprehensive analysis of 
all matters relevant to its subject matter. The content should not, therefore, be regarded as constituting legal advice and not be relied upon as such. In relation 
to any particular problem which they may have, readers are advised to seek specific advice. Further, the law may have changed since first publication and the 
reader is cautioned accordingly. © 2010-2013, 2019 Zywave, Inc. All rights reserved.

TThhee  BBaassiiccss  ooff  EErrggoonnoommiiccss  aatt  WWoorrkk

Working through pain can cause serious 
injuries, potentially leaving you permanently 
partially or fully disabled. Even though sitting 
at a desk isn’t considered a high-risk situation 
for injury, small aches and pains can add up to 
cause more severe problems. 

That’s why it’s important to practise good 
ergonomics, which is the study of how you 
perform daily work tasks and correcting any 
trouble spots before any aches and pains due 
to repetitive motion, awkward postures or 
poor lifting techniques set in.

RReessuullttss  ooff  MMuussccuulloosskkeelleettaall  DDiissoorrddeerrss
Musculoskeletal disorders can develop 
suddenly or over time, causing pain and 
reduced productivity. The most common pains 
come from strains in the neck, lower back, 
shoulders, elbows, wrists, hands and eyes due 
to one or more of four primary risk factors: 

• Awkward postures

• Excessive force

• Repetitive motion

• Contact stress

How employees lift and move is a major 
contributing factor in various disorders.

AAbboouutt  YYoouurr  WWoorrkkssttaattiioonn
The way your workstation is set up may 
determine your risk of developing a 
musculoskeletal disorder. Poor positioning can 
cause various disorders due to reaching or 
straining unnecessarily. 

If you are regularly bending or twisting to do 
common tasks, your risk of developing a 

disorder is higher. Static work in poor postures 
can have negative effects, too. If you follow 
these basic guidelines, you can prevent pain 
and injury.

WWaarrmmiinngg  UUpp  BBeeffoorree  WWoorrkk
Moving the body in ways it is not ready to 
move and using muscle groups that haven’t 
been warmed up for work can be a major 
cause of pain. There is a real value in practising 
basic stretching exercises for our hands, 
wrists, back and neck to prepare our bodies 
for work. 

Begin with your hands and wrists, stretching 
them thoroughly for the movements typically 
made at work. Stretch your neck gently from 
side to side and then from front to back.  
Stretch your back while sitting in a chair by 
bending your chin towards your knees.

LLiiffttiinngg  MMeetthhooddss
When lifting, first take a good look at the load. 
If it is too awkward, too big or too heavy, ask 
for help. Lifting an item that is too big, simply 
because you are unwilling to ask for 
assistance, can result in unnecessary pain and 
lost wages,

Second, lift with your legs, not with your back. 
Your legs are your biggest muscles and are 
able to lift heavier objects. With a straight 

Provided by: Brilliant Brokers

© 2022 Zywave, Inc. All rights reserved.

Caught-in or 
-between hazards 
can occur in any 

industry and may 
lead to serious 

injuries or death.

MMiinniimmiissiinngg  CCaauugghhtt--iinn  oorr  --bbeettwweeeenn  HHaazzaarrddss
Caught-in or -between hazards may cause injuries if a 
person is squeezed, caught, crushed, pinched or 
compressed between two or more objects or between 
parts of an object. Such accidents can occur in any 
industry. Common workplace conditions that can lead to 
caught-in or-between hazards include:

• Working with unguarded moving parts

• Working in unprotected excavations or trenches

• Working near heavy equipment (eg bulldozers, 
forklifts, dumper trucks, excavators, compactors or 
cranes) that can tip or fall

• Working near collapsing walls during demolitions

• Working between moving and stationary objects

Caught-in or -between hazards can be as dangerous as 
falls or electrocution incidents and may result in serious 
injuries or death. Common outcomes associated with 
caught-in or -between hazards include:

• Amputations

• Broken bones

• Internal injuries

• Strangulation

• Suffocation

To avoid injuries from caught-in or -between hazards on 
the job, keep these safety tips in mind:

• Use equipment only once all safeguards are in place 
and properly adjusted.

• Remain at a safe distance from machinery and 
equipment when it’s in use.

• Avoid walking through designated work areas.

• Refrain from wearing loose clothing or jewellery 
while using machinery or heavy equipment.

• Report any fallen, loose or damaged barriers. 

• Avoid positioning yourself between moveable 
materials and immovable structures.

For more information on caught-in or -between hazards, 
talk to your supervisor.

Presented by 
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POLICY

Equality and 
Diversity
 

STATEMENT
 is dedicated to promoting equality and diversity in the workplace. We are committed to creating a work environment that 
values and respects each and every individual, regardless of age, sex, race, marital/civil partnership status, disability, 
religious belief, sexual orientation, gender reassignment, pregnancy or membership in a trade union. All employees, 
contractors, temporary workers and applicants will be treated fairly and equally under this policy. Unlawful discrimination 
or harassment of any kind will not be tolerated.

Employees will be encouraged to develop skills and maximise their full potential here at . Selection for employment, 
promotion or any other benefit will be based on skill and ability. Through this Equality and Diversity Policy, we hope to 
maintain a diverse workforce that is reflective of the local community and attracts as many talented employees as 
possible.

OBJECTIVES
• To create a work environment where individual differences and contributions are recognised and valued

• To promote equality, dignity and respect for everyone in the workplace

• To understand how valuing diversity can improve our ability to serve our customers

• To give all employees an equal opportunity to train, develop and progress

• To review all employment practices and procedures regularly to ensure no applicant or employee is 
discriminated against or receives less favourable treatment

• To provide information and training to all employees so they are aware of the issues and responsibilities 
associated with equality and diversity in the workplace

• To monitor and review this policy on a regular basis

RESPONSIBILITIES
In order for this policy to be successful, commitment to equality and diversity is required from every person in our 
workforce.

Senior management will:

• Require company-wide integration of this policy and provide full support as needed.

• Designate an Equality and Diversity Coordinator, [INSERT NAME], to adopt, implement and monitor this 
Equality and Diversity Policy.

The Equality and Diversity Coordinator will:

• Maintain, update and monitor the policy as required. This will include an annual audit on recruitment, 
selection, training, promotion practices, trends in employee pay, benefits and other related matters.

• Create a plan of action if changes are needed.

• Provide necessary training to managers, supervisors and employees.

Managers and supervisors will:

• Ensure that decisions made during recruitment, promotion, transfer or training do not discriminate against 
employees or applicants.

• Ensure that any discrimination or harassment reported to them is dealt with fairly and promptly.

All employees will:

• Comply with this policy and be aware of the various forms discrimination and harassment can take.

Location: [INSERT LOCATION]
Effective Date: [INSERT DATE]
Revision Number: [INSERT #]

The content of this document is of general interest and is not intended to apply to specific circumstances. It does not purport to be a comprehensive analysis 
of all matters relevant to its subject matter. The content should not, therefore, be regarded as constituting legal advice and not be relied upon as such. In 
relation to any particular problem which they may have, readers are advised to seek specific advice. Further, the law may have changed since first publication 
and the reader is cautioned accordingly. © 2010-2013, 2019 Zywave, Inc. All rights reserved.

GGeenneerraall  OOffffiiccee  SSaaffeettyy

Do you ever see a utility worker on top of a 
telephone pole or a construction worker 
balancing on a steel beam high above you, and 
think that you could never work in such 
hazardous conditions? While those workers do 
have more dangerous jobs than you, they may 
actually be safer than you are in the office.

This is because of their awareness of the 
hazards that come with the job and their 
knowledge of the safety procedures that they 
must follow. It is this safety awareness that is 
their best defence against accidents. On the 
other hand, many office workers can’t see why 
they should be concerned with safety at all. 

However, there are plenty of hazards in an 
office setting. It is true that office accidents 
seem less severe than those that occur in a 
manufacturing plant or among construction 
workers, but they can be just as painful and 
just as much of a financial setback to the 
injured worker. 

OOffffiiccee  HHaazzaarrddss
• Poor housekeeping and floors littered with 

tangled cables, discarded papers, spilt 
liquids and small items such as paper clips 
can cause slips and falls. 

o Always keep the area around you free 
from debris or other items that do not 
belong on the floor, and clean up any 
spills or messes as soon as you 
discover them. 

• Office machines also cause their share of 
accidents. 

o Electric machines should always be 
unplugged when being cleaned and 

they should not be used if any 
sparking or smoking occurs. 

• Carrying supplies to and from the 
storeroom can be dangerous if done 
incorrectly. 

o Be sure that the pile is light enough to 
handle easily and low enough to see 
over. If lifting a heavy box, bend your 
knees and lift with your legs, and ask a 
co-worker for help if it is too heavy to 
handle alone.

• Desks and file cabinets present special 
hazards. 

o Drawers should have safety stops to 
prevent the contents and drawer from 
tumbling onto the user, and drawers 
should be closed when you’re finished 
with them. It’s easy to trip over or 
bump into an open drawer or cabinet. 

BBee  PPrreeppaarreedd
Look around the office and identify the 
possible safety hazards. If you find any hazards 
that you think need attention, talk to your 
supervisor. If you develop a safety conscious 
attitude, you can become aware of office 
hazards and take the appropriate precautions 
to avoid them.    

Provided by: Brilliant Brokers

Brought to you by Brilliant Brokers

The Importance of Good Posture
Musculoskeletal (MSK) conditions account for 30% of GP 
consultations in England, and chronic joint pain (or 
osteoarthritis) affects more than 8.75 million people in 
the UK, according to the NHS. A major contributor to 
these types of pain is poor posture. Bad posture can 
result in neck, back, shoulder, leg and foot pain, 
alongside secondary pain in the head. Adopting good 
posture may not seem a top priority, but it’s essential for 
musculoskeletal health.

Although poor posture can result from multiple factors, 
one common cause is slouching in a chair. While 
slouching doesn’t immediately cause discomfort, it can 
strain muscles and soft tissue over time. Consequently, 
tension builds in these areas, causing pain. 

Support your musculoskeletal health by considering 
these tips for improved posture:

• SSiitt  pprrooppeerrllyy. Place your bottom towards the back 
of the chair, sit up straight and adopt a forward 
gaze to avoid slouching. Although this position 
might not feel comfortable at first, your muscles 
will soon adjust. Moreover, avoid sitting for long 
periods—stand up regularly to relieve muscle 
tension. 

• SSttaanndd  ttaallll. When standing, imagine a string 
attached to the top of your head pulling you 

upwards. Additionally, pull your shoulders back 
and down to avoid straining your back. 

• CChheecckk  yyoouurr  ddeesskk  sseettuupp. If you work remotely, 
arrange your work station carefully. Avoid 
hunching over your desk, laptop or computer 
keyboard. Instead, align your desk and chair with 
your equipment so you’re not overreaching. To 
help, the British Chiropractic Association has 
guidance on postural best practices while sitting 
at a computer.

• EExxeerrcciissee  rreegguullaarrllyy.. Found in your abdomen, 
pelvis and back, postural muscles act to stabilise 
and hold your body in position. Try to include a 
few daily exercises to strengthen these muscles. 
For instance, yoga and Pilates are good activities 
for improved core stability and strength. 

You can help alleviate muscle tension and optimise 
health by adopting a good posture in daily life. However, 
if you’re still experiencing pain following postural 
correction, contact your GP for advice. 

For more well-being guidance, contact us today.

Legal disclaimer to users of this sample manual:
The content of this sample safety manual is of general interest only and not intended to apply to specific circumstances. It does not purport to be a comprehensive analysis of all 
matters relevant to its subject matter. It does not address all potential compliance issues with UK or any other regulations. The content should not, therefore, be regarded as 
constituting legal advice and not be relied upon as such. It should not be used, adopted or modified without competent legal advice or legal opinion. In relation to any particular 
problem which they may have, readers are advised to seek specific advice. Further, the law may have changed since first publication and the reader is cautioned accordingly. 
© 2005, 2013, 2018 Zywave, Inc. All rights reserved.

Provided by: Brilliant Brokers

Prepared by Brilliant Brokers
This SAMPLE policy is of general interest and is not intended to apply to specific circumstances. It does not purport to be a comprehensive analysis of all matters relevant to its subject 
matter. The content should not, therefore, be regarded as constituting legal advice and not be relied upon as such. In relation to any particular problem which they may have, readers 
are advised to seek specific advice. Further, the law may have changed since first publication and the reader is cautioned accordingly. © 2013 Zywave, Inc. All rights reserved.

POLICY AND CHECKLIST  

Employee                         
Induction Policy
 

PURPOSE
 recognises that starting a new job can be challenging, so we want to welcome all new employees and ensure they have a 
smooth transition into our organisation. Induction training is vital in providing a planned and structured introduction to  and 
helping new employees contribute effectively as soon as possible.  is committed to ensuring that all staff is supported 
during the induction period. It is expected that all managers and employees will adhere to this policy. [INSERT ANY 
ADDITIONAL PURPOSES HERE].

OBJECTIVES
 is committed to helping new employees:

• Settle into the organisation quickly and become productive within a short period of time

• Understand their role within their team and how they fit within our organisation

• Initiate and build positive relationships

• Work towards their full potential and stay highly motivated

• Reduce lateness, absenteeism and poor performance

• Stay safe in the working environment

• [INSERT ANY ADDITIONAL OBJECTIVES HERE]

RESPONSIBILITIES
[INSERT NAME] is responsible for the overall employee induction process, training and checklist. In order for this policy to 
be successful, commitment to this policy is required from every person in our workforce.

Senior management will:

• Familiarise managers and staff on the induction procedures

• Provide an induction checklist for managers and staff to follow

• Provide any relevant formal training necessary to facilitate the induction process

• Maintain, review and update the policy on a regular basis

• Ensure effective monitoring of the induction process throughout the duration

• Deal with any issues or problems that arise with the policy in a timely and efficient manner

• [INSERT ANY ADDITIONAL RESPONSIBILITES HERE]

Managers and supervisors will:

• Ensure that new employees follow induction policy procedures, including completing the induction checklist

• Ensure that new employees understand all the information covered in the induction process

• [INSERT ANY ADDITIONAL RESPONSIBILITES HERE]

All employees will:

• Comply with this policy and take part in the induction process

• Cooperate with management

• [INSERT ANY ADDITIONAL RESPONSIBILITES HERE]

Location: [INSERT LOCATION]
Effective Date: [INSERT DATE]
Revision Number: [INSERT #]
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Constant Innovation
Cyber-liability
Cyber-liability cover helps protect businesses  
from exposures not addressed under traditional 
commercial insurance. If you have any operations 
that use the Internet, it’s especially important to 
explore this cover.

•	 Bimonthly Cyber-risks and Liabilities  
Newsletter

•	 Cyber-risks & Liabilities: The Risk of Shadow IT 

•	 Cover Overview: Cyber-liability Insurance

Social Media
Facebook, Twitter, LinkedIn and other social media 
tools continue to redefine the way employees and 
businesses relate to each other. Make sure your 
employees’ social media use is undertaken in a 
way that does not expose them to unnecessary 
liability.

•	 Online Social Networking Policy

•	 Developing a Social Media Plan

•	 Risk Insights: Social Network Security

Emerging Risks
New or developing risks can lead to unforeseen 
loss unless you implement proactive risk-mitigation 
measures. Avoid unnecessary liability by under-
standing the latest emerging risks with a range of 
articles, videos and checklists.   

•	 AI in the Workplace Checklist

•	 Risks Insights - Leveraging AI in Employment 
Decisions: Balancing Benefits and Risks

•	 Video: Overview of ChatGPT  
Workplace Applications

July/August 2022

Maintain Cyber-security When Employees Travel 
Now that most COVID-19 restrictions have lifted, 
many employees are resuming business travel. While 
the return to normality is welcome, it may increase 
organisational cyber-security risks. Travelling 
employees often carry valuable data and may not 
always be careful about securing their devices, making 
them prime targets for cyber-criminals. 

Research by safe.co.uk found that 29% of Britons have 
had their mobile phone stolen or go missing during a 
work trip. A further 7% have had laptops stolen. In the 
hands of cyber-criminals, these devices—if 
compromised—could result in a major security 
breach, with dire consequences for an organisation. 

As such, it’s vital that your employees take steps to 
maintain cyber-security when travelling. Consider 
these tips:

• Establish wi-fi policies. Wi-fi sharing can leave 
devices discoverable to the public, including 
malicious actors. Encourage employees to use 
a 4G mobile network when travelling. 
Otherwise, have clear policies in place 
outlining what is and isn’t acceptable when 
using public wi-fi. For example, sensitive 
activities, such as banking, should never be 
conducted over public networks.  

• Encourage employees to be vigilant. When 
using devices, staff members should be 
constantly vigilant. Remind employees to 
work with their back against a wall or barrier 

when using a laptop to prevent others from 
looking at their screen. Better still, consider 
installing a privacy screen filter.

• Protect against worst-case scenarios. Even 
the most vigilant employee can accidently 
lose a device or have it stolen, so backup 
measures are essential. Reduce the chances 
of data being compromised by setting up 
device authentication, including complex PIN 
and password combinations or face 
recognition. For an additional layer of 
protection, consider full disk encryption.

• Utilise a virtual private network (VPN). VPNs 
are secure, encrypted network connections. 
Such networks can help reduce the risk of 
cyber-attacks by establishing a secure 
connection between users and the internet. 
Consider creating VPNs and requiring 
employees to utilise these during travel. 

• Establish response plans. Ensure employees 
know what steps to take should a device be 
compromised. Prompt action is essential to 
lessen the chance of a cyber-breach.  

For more information on cyber-security, contact us 
today. 

Prepared by Brilliant Brokers
This SAMPLE policy is of general interest and is not intended to apply to specific circumstances. It does not purport to be a comprehensive analysis of all matters relevant to its subject 
matter. The content should not, therefore, be regarded as constituting legal advice and not be relied upon as such. In relation to any particular problem which they may have, readers 
are advised to seek specific advice. Further, the law may have changed since first publication and the reader is cautioned accordingly. © 2009, 2012-13 Zywave, Inc. All rights 
reserved.

POLICY

Online Social 
Networking 
 

STATEMENT OF PHILOSOPHY
Our company is committed to maintaining a good relationship with employees and with the public. If  sustains 
a positive reputation and excellent image in the public eye, it directly benefits the company as a whole in 
addition to putting you in an advantageous situation as an employee. The way the public views  is vital to 
promoting business, gaining new business, retaining first-class employees, recruiting new employees and 
marketing our products/services. 

While  has no intentions of controlling employees’ actions outside of work, it is important that employees 
practise caution and use discretion when posting content on the internet, and especially on social networking 
sites that could affect ’s business operations or reputation. This policy serves as a notice on the practice of 
social networking for all employees to read and understand.

PURPOSE
The purpose of the Online Social Networking Policy is:

• To guarantee a constructive relationship between the company and its employees.

• To reduce the possibility of risk to  or its reputation.

• To discourage the use of company time for personal networking.

• To ensure employees are aware of their actions while engaging in social networking, the number of 
individuals who can access information presented on social networking sites and the consequences 
associated with these actions

DEFINITIONS  
Social Networking

o Defined as any activity that involves interaction in online communities of people. This 
interaction includes, but is not limited to, browsing other users’ profiles, browsing other users’ 
photos, reading messages sent through social networking forums and engaging in online 
communities’ instant messaging services.

Social Networking Sites 
o Specific online communities of users, or any website that links individuals electronically and 

provides a forum where users can connect and share information. These websites can be 
general or tailored to specific interests or certain types of users. Examples of popular social 
networking sites include Facebook®, Twitter®, Google+®, LinkedIn® and Tumblr®. The list of 
domains that constitute social networking sites is ever-growing and changing because of the 
nature of the internet.

Social Networking Profile 
o A specific user’s personalised web page within a certain social networking site, usually 

containing personal information such as name, birthday, profile photo and interests.

Micro-blogging
o The practice of publishing your recent whereabouts, thoughts or activities on a social 

networking site for other users to see. This is the main focus of social networking sites such 
as Twitter, but it also includes features like ‘status updates’ on Facebook.  

Location: [INSERT LOCATION]
Effective Date: [INSERT DATE]
Revision Number: [INSERT #]

Prepared by Brilliant Brokers
This SAMPLE policy is of general interest and is not intended to apply to specific circumstances. It does not purport to be a comprehensive analysis of all matters relevant to its subject 
matter. The content should not, therefore, be regarded as constituting legal advice and not be relied upon as such. In relation to any particular problem which they may have, readers 
are advised to seek specific advice. Further, the law may have changed since first publication and the reader is cautioned accordingly. © 2009, 2012-13 Zywave, Inc. All rights 
reserved.

POLICY

Online Social 
Networking 
 

STATEMENT OF PHILOSOPHY
Our company is committed to maintaining a good relationship with employees and with the public. If  sustains 
a positive reputation and excellent image in the public eye, it directly benefits the company as a whole in 
addition to putting you in an advantageous situation as an employee. The way the public views  is vital to 
promoting business, gaining new business, retaining first-class employees, recruiting new employees and 
marketing our products/services. 

While  has no intentions of controlling employees’ actions outside of work, it is important that employees 
practise caution and use discretion when posting content on the internet, and especially on social networking 
sites that could affect ’s business operations or reputation. This policy serves as a notice on the practice of 
social networking for all employees to read and understand.

PURPOSE
The purpose of the Online Social Networking Policy is:

• To guarantee a constructive relationship between the company and its employees.

• To reduce the possibility of risk to  or its reputation.

• To discourage the use of company time for personal networking.

• To ensure employees are aware of their actions while engaging in social networking, the number of 
individuals who can access information presented on social networking sites and the consequences 
associated with these actions

DEFINITIONS  
Social Networking

o Defined as any activity that involves interaction in online communities of people. This 
interaction includes, but is not limited to, browsing other users’ profiles, browsing other users’ 
photos, reading messages sent through social networking forums and engaging in online 
communities’ instant messaging services.

Social Networking Sites 
o Specific online communities of users, or any website that links individuals electronically and 

provides a forum where users can connect and share information. These websites can be 
general or tailored to specific interests or certain types of users. Examples of popular social 
networking sites include Facebook®, Twitter®, Google+®, LinkedIn® and Tumblr®. The list of 
domains that constitute social networking sites is ever-growing and changing because of the 
nature of the internet.

Social Networking Profile 
o A specific user’s personalised web page within a certain social networking site, usually 

containing personal information such as name, birthday, profile photo and interests.

Micro-blogging
o The practice of publishing your recent whereabouts, thoughts or activities on a social 

networking site for other users to see. This is the main focus of social networking sites such 
as Twitter, but it also includes features like ‘status updates’ on Facebook.  

Location: [INSERT LOCATION]
Effective Date: [INSERT DATE]
Revision Number: [INSERT #]

Provided by Brilliant Brokers

The content of this Cover Overview is of general interest and is not intended to apply to specific circumstances. It does not purport to be a 
comprehensive analysis of all matters relevant to its subject matter. The content should not, therefore, be regarded as constituting legal advice and 
not be relied upon as such. In relation to any particular problem which they may have, readers are advised to seek specific advice. Further, the law 
may have changed since first publication and the reader is cautioned accordingly. © 2011-2013 Zywave, Inc. All rights reserved.

Cyber-Liability
Insurance
As technology becomes increasingly important for 
successful business operations, the value of a strong 
cyber-liability insurance policy will only continue to 
grow. The continued rise in information stored and 
transferred electronically has resulted in a remarkable 
increase in the potential exposures facing businesses. 
Regulations such as the General Data Protection 
Regulation (GDPR) must also be considered, because a 
loss of sensitive personal information may subject you 
to fines and sanctions from the Information 
Commissioner. In an age where a stolen laptop or 
hacked account can instantly compromise the personal 
data of thousands of customers, protecting yourself 
from cyber-liabilities is just as important as some of the 
more traditional exposures businesses account for in 
their general commercial liability policies.

Why Cyber-Liability Insurance?
A traditional commercial insurance policy is extremely 
unlikely to protect against most cyber-exposures. 
Standard commercial policies are written to insure 
against injury or physical loss and will do little, if 
anything, to shield you from electronic damages and 
the associated costs they may incur. Exposures are 
vast, ranging from the content you put on your website 
to stored customer data. Awareness of the potential 
cyber-exposures your company faces is essential to 
managing risk through proper cover.

Possible exposures covered by a cyber-policy include:

Data breaches – Increased online consumer spending 
has placed more responsibility on companies to 
protect clients’ personal information.

Business/Network Interruption – If your primary 
business operations require the use of computer 
systems, a disaster that cripples your ability to transmit 
data could cause you or a third party that depends on 
your services, to lose potential revenue. From a server 
failure to a data breach, such an incident can affect 
your day to day operations. Time and resources that 
normally would have gone elsewhere will need to be 
directed towards the problem which could result in 
further losses. This is especially important as denial of 
service attacks by hackers have been on the rise. Such 
attacks block access to certain websites by either 
rerouting traffic to a different site or overloading an 
organisation’s server.

Intellectual property rights – Your company’s online 
presence, whether it be through a corporate website, 
blogs or social media, opens you up to some of the 
same exposures faced by publishers. This can include 
libel, copyright or trademark infringement and 
defamation, among other things.

Damages to a third-party system – If an email sent 
from your server has a virus that crashes the system of 
a customer or the software your company distributes 
fails, resulting in a loss for a third party, you could be 
held liable for the damages.

System Failure – A natural disaster, malicious activity 
or fire could all cause physical damages that could 
result in data or code loss. 

Cyber-Extortion – Hackers can hijack websites, 
networks and stored data, denying access to you or 
your customers. They often demand money to restore 
your systems to working order. This can cause a 

Provided by Brilliant Brokers
The content of this Risk Insights is of general interest and is not intended to apply to specific circumstances. It does not purport to be a comprehensive analysis of all matters relevant to its subject 
matter. The content should not, therefore, be regarded as constituting legal advice and not be relied upon as such. In relation to any particular problem which they may have, readers are advised to 
seek specific advice. Further, the law may have changed since first publication and the reader is cautioned accordingly. © 2010, 2012-2013 Zywave, Inc. All rights reserved.

Social Network Security
With the popularity of social networks skyrocketing, 
many people—including employers—are beginning to 
worry about security. Though these websites started 
off as personal networking tools, they are quickly 
becoming commonplace for businesses, too.

Precautions for Social Media Use
Remember that protecting the reputation and 
credibility of your employees is just as important as 
protecting your business reputation, especially since 
business and personal connections continue to mesh 
via social networks. While these tips do not take the 
place of an effective social networking policy, they are 
a good starting point.

Password Protect
Never enter your password into third-party sites unless 
they are trusted sites. You should have, or will need to 
create a strong password with these characteristics:

• Is at least eight characters long

• Does not contain user name, first name, surname 
or company name

• Does not contain a complete word

• Contains a combination of uppercase letters, 
lowercase letters, numbers, spaces and symbols

Use Lists and Privacy Settings
Many social networking sites today allow tiers of 
access to personal or business profiles for offering 
limited access to certain user groups. Stress the 
importance of these tools to employees, making sure 
those that connect with clients or co-workers only view 
appropriate content.

Also, consider using these functions for your 
company’s account. These controls can help you keep 
tabs on your competition without allowing them to see 
everything you post, or they can prevent those with 
malicious intentions from finding out your location or 
names of employees.

Filter Carefully
On most social networking sites, the user has control 
over his or her own posts but not over what others 
decide to share. Think carefully about the image you 
are trying to portray and whether other users’ postings 
help or hurt that image. Remove spam and any content 
that is inappropriate or vulgar. Be sure to talk to your 
employees about the impact others’ postings may have 
on their image and how it could jeopardise their job.

Most importantly, be sure your company’s social 
network password(s) are not the same, or similar, to 
any other passwords used in the past. Phishers, those 
who obtain username and password combinations and 
use them maliciously, will try to open other accounts 
and gain access to money or proprietary information. 
Stress these tips with employees too, as a comprised or 
misused employee account may impact your business 
negatively as well.

Protecting your business reputation 
is important—especially now as 
business and personal connections 
continue to mesh on social networks.

Provided by Brilliant Brokers
The content of this Risk Insights is of general interest and is not intended to apply to specific circumstances. It does not purport to be a comprehensive analysis of all matters relevant to its subject 
matter. The content should not, therefore, be regarded as constituting legal advice and not be relied upon as such. In relation to any particular problem which they may have, readers are advised to 
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Social Network Security
With the popularity of social networks skyrocketing, 
many people—including employers—are beginning to 
worry about security. Though these websites started 
off as personal networking tools, they are quickly 
becoming commonplace for businesses, too.

Precautions for Social Media Use
Remember that protecting the reputation and 
credibility of your employees is just as important as 
protecting your business reputation, especially since 
business and personal connections continue to mesh 
via social networks. While these tips do not take the 
place of an effective social networking policy, they are 
a good starting point.

Password Protect
Never enter your password into third-party sites unless 
they are trusted sites. You should have, or will need to 
create a strong password with these characteristics:

• Is at least eight characters long

• Does not contain user name, first name, surname 
or company name

• Does not contain a complete word

• Contains a combination of uppercase letters, 
lowercase letters, numbers, spaces and symbols

Use Lists and Privacy Settings
Many social networking sites today allow tiers of 
access to personal or business profiles for offering 
limited access to certain user groups. Stress the 
importance of these tools to employees, making sure 
those that connect with clients or co-workers only view 
appropriate content.

Also, consider using these functions for your 
company’s account. These controls can help you keep 
tabs on your competition without allowing them to see 
everything you post, or they can prevent those with 
malicious intentions from finding out your location or 
names of employees.

Filter Carefully
On most social networking sites, the user has control 
over his or her own posts but not over what others 
decide to share. Think carefully about the image you 
are trying to portray and whether other users’ postings 
help or hurt that image. Remove spam and any content 
that is inappropriate or vulgar. Be sure to talk to your 
employees about the impact others’ postings may have 
on their image and how it could jeopardise their job.

Most importantly, be sure your company’s social 
network password(s) are not the same, or similar, to 
any other passwords used in the past. Phishers, those 
who obtain username and password combinations and 
use them maliciously, will try to open other accounts 
and gain access to money or proprietary information. 
Stress these tips with employees too, as a comprised or 
misused employee account may impact your business 
negatively as well.

Protecting your business reputation 
is important—especially now as 
business and personal connections 
continue to mesh on social networks.
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The Risk of Shadow IT 
Cloud-based services are rapidly growing. With new growth 
comes new challenges, with shadow IT being one area of 
concern. Shadow IT refers to the use of IT-related hardware—
including cloud applications—without the approval of IT 
or a security group. Specifically, employees have become 
comfortable with downloading and using cloud applications 
for work but often do so without involving the necessary IT 
department. This can pose security risks such as exfiltration 

of sensitive data or malware spread throughout the business. 

Most organisations have some level of shadow IT; however, 
the greater this practice’s presence, the more difficult risk 
management becomes, as it’s hard for organisations to 
comprehend what needs to be protected. Therefore, it’s 
critical for organisations to understand why shadow IT 
occurs, be aware of the types and threats posed by it, and 

know how to mitigate the risks.

Common Reasons Why Shadow IT Occurs
Shadow IT is usually performed by employees looking to 
complete a specific task they’re struggling with or to help 
them create work efficiencies. As such, it’s important to 
mention that it’s rarely the result of malicious intent from an 
employee. The following are additional common reasons 
shadow IT occurs:

• Lack of adequate storage space

• Lack of tool functionality

•  Employees are unable to share data with third
parties

•  Employees lack the necessary video, messaging or
development tools

•  Employees can’t quickly and efficiently request
applications and services through a corporate
system

Cyber-risks 
& Liabilities

seek external assets, but it’s also 
beneficial to know the types of 
shadow IT that can be seen within 
organisations.

Types of Shadow IT
There are two main ways that 
shadow IT can appear within 
organisations: unmanaged 
devices and unmanaged services. 
Understanding the implications of 
both can help employers convey 
their risks to employees.

Unmanaged Devices
The most understood area of 
shadow IT is unsanctioned devices 
on a network. Any device that 
has not been configured by an 
organisation will most likely fall 
under shadow IT. Unsanctioned 
devices can appear as:

•  Personal devices belonging
to employees being used
on the core network

•  Equipment that is
configured incorrectly

Not only is it important to understand why employees may 

This Cyber Risks & Liabilities document is not intended to be exhaustive nor should 
any discussion or opinions be construed as legal advice. Readers should contact legal 
counsel or an insurance professional for appropriate advice. © 2015, 2023 Zywave, Inc. 
All rights reserved.

The content of this document is of general interest and is not intended to apply to specific circumstances. It does not purport to be a 

comprehensive analysis of all matters relevant to its subject matter. The content should not, therefore, be regarded as constituting legal 

advice and not be relied upon as such. In relation to any particular problem which they may have, readers are advised to seek specific 

advice. Further, laws may have changed since first publication and the reader is cautioned accordingly.

© 2018 Zywave, Inc. All rights reserved. 

Developing a Social Media Plan
Are you thinking about getting your business involved with social media? It can be a very strategic 
business initiative, but only if executed well. It’s important to construct a plan before diving in, or 
you could just end up wasting time on social networking sites.

Objectives, strategies and tactics
When developing a social media plan, start by thinking about business objectives. For instance, you 
may want to increase sales, improve retention, strengthen your reputation, learn more about your 
industry and competitors—perhaps all of the above. Then think about the strategies and tactics you 
can develop to meet those objectives.

• A social media strategy is a plan of action, designed to achieve a specific objective. Strategies can 
be very complex and include many components. Your business objectives will dictate your 
strategy, and you may have more than one strategy to meet all the business objectives you 
associate with social media.

• Tactics are the approaches you use to carry out your strategy. You will likely have multiple 
tactics associated with each strategy.

For example, if your business objective is to learn more about your client base to help influence your 
product development and marketing decisions, a strategy might be to reach out to customers and 
prospects through social media to open meaningful conversations. One tactic in that strategy might 
be offering a 20 per cent discount to all individuals who complete a survey through Facebook® or 
Twitter™.

Questions to consider
Consider the following questions when crafting your social media plan:

• Why are you interested in social media? What are your primary business objectives? You may 
want to recruit more talent, gain insight into customers, become a thought leader in your 
industry or niche, attract more customers, connect to other industry people, etc.

• Who is your target audience?

• What does each site/platform offer, and how can you benefit from those resources? Decide 
which sites to take on, based on what makes the most sense for your business.

• Who will manage your social media initiatives? Will it be a current employee or team, or a new 
hire?

Brought to you by Brilliant Brokers
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